
 

 

 

 

OPTiM ID 

管理者向けマニュアル(2026/01/29) 



 

 

2 

変更履歴 

更新日 変更内容 

2021/08/04 初版 

2021/08/30 2021 年 8 月 23 日バージョンアップ内容追記 

2021/09/30 2021 年 9 月 21 日バージョンアップ内容追記 

2021/11/11 2021 年 10 月 18 日バージョンアップ内容追記 

2021/11/25 2021 年 11 月 15 日バージョンアップ内容追記 

2021/12/14 2021 年 12 月 13 日バージョンアップ内容追記 

2022/01/27 2022 年 1 月 27 日バージョンアップ内容追記 

2022/07/22 2022 年 7 月 4 日バージョンアップ内容追記 

2022/08/22 2022 年 8 月 22 日バージョンアップ内容追記 

2022/09/29 2022 年 9 月 29 日バージョンアップ内容追記 

2022/12/16 2022 年 12 月 16 日バージョンアップ内容追記 

2023/01/17 2023 年 1 月 17 日バージョンアップ内容追記 

2023/02/15 2023 年 2 月 15 日バージョンアップ内容追記 

2023/03/09 2023 年 3 月 09 日バージョンアップ内容追記 

2023/05/18 2023 年 5 月 18 日バージョンアップ内容追記 

2023/06/14 2023 年 6 月 14 日バージョンアップ内容追記 

2024/10/24 2024 年 10 月 24 日バージョンアップ内容追記 

2024/11/21 2024 年 11 月 21 日バージョンアップ内容追記 

2025/03/06 2025 年 3 月 6 日バージョンアップ内容追記 

2025/05/27 2025 年 5 月 27 日バージョンアップ内容追記 

2025/07/24 OPTiM Biz マニュアルの参照先を修正 

2025/10/09 2025 年 10 月 09 日バージョンアップ内容追記 

2026/01/29 2026 年 1 月 29 日バージョンアップ内容追記 

 



 

 

3 

商標 

• OPTiM ID は、株式会社オプティムの商標または登録商標です。 

• その他の製品および会社名は、各社の商号、登録商標、または商標です。 

注意 

• 本書に記載の内容は、随時追加・変更される可能性があります。 

本書のマークと表記について  

マークの種類 

本書で使用しているマークには、以下の意味があります。 
 

 
特に重要な内容や注意が必要な内容について記載しています。 

 
補足的な情報や役に立つ情報を記載しています。 

➔ 本書内の別のページやほかの文書などの参照情報を記載しています。 

 

メニューの表記ルール 

画面に表示されるメニュー、ボタン、タブの名称は［］で囲みます。 

例：［削除］をクリックすると、登録アプリを削除できます。 

メニューを選択する順番は「>」でつなぎます。 

例：［メンバー管理］>［新規登録・CSV］>［メンバー新規登録］の順にクリックします。 
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1 OPTiM ID とは 

1-1 製品概要 

OPTiM ID はオプティムが提供する OPTiM AIR の共通 ID を使用することで、組織で利用している複数

のクラウドサービスに対し、ひとつの ID・パスワードでログインすることができるクラウド型の ID

管理サービスです。 

OPTiM ID のサービスにはフリー（無償）プランの「OPTiM ID」と有償プランの「OPTiM ID+」があ

ります。 

 

OPTiM ID はフリープランとして、利用できるサービスです。提供するサービスの一部を利用できま

す。 

 

OPTiM ID+は、OPTiM ID の有償プランです。有償プランをご契約いただいた場合のみ、各種クラウ

ドサービスへのシングルサインオンなどの機能を利用することができます。また、国内市場シェア

No.1 の MDM サービス OPTiM Biz と連携可能で、OPTiM Biz によって管理されセキュリティの担保さ

れた端末からのみクラウドサービスへのログインを許可（デバイス認証機能）することができます。 

 

管理コンソール上ではフリープラン、有償プランともに OPTiM ID と表示されており、本書でも

OPTiM ID と表現します。また、本書の操作説明で使用する画面は有償プランの画面を使用していま

す。 

 

 

※ OPTiM Biz については以下の URL をご覧ください。なお、OPTiM Biz は有償サービスで

す。 

https://www.optim.co.jp/optim-biz/ 

※ OPTiM Biz を利用したデバイス認証機能のご利用は、動作環境および制約事項を予めご

確認の上、ご利用ください。 

詳細は OPTiM ID+ OPTiM Biz デバイス認証連携設定マニュアル（オンラインマニュア

ル）をご参照ください。 

1-1-1 主な機能 

機能 概要 

シングルサインオン ひとつの ID・パスワードを入力しログインするだけで、複数のサービスを

利用することができます。 

ID 管理 システム管理者が企業内アカウントを一元管理することができます。 

CSV による一括登録／削除も可能です。 

アカウント情報連携 OPTiM ID で管理しているアカウントの追加／削除と、連携先サービスのア

カウント情報を連携させることができます。Microsoft 365 と OPTiM Biz の

み対応しております。 

アクセス制限 デバイス認証によるアクセス制御が可能です。端末管理サービス

「OPTiM Biz」で管理されている端末以外のアクセスを制限すること

で、管理外端末からの不正利用・情報漏えいを抑止します。 

OPTiM Biz を別途ご契約していただく必要がございます。 

 

多要素認証 ログイン時に認証コードを記載したメールを利用者に送付するか、認証ア

プリを用いたワンタイムパスワードを入力することで、多要素認証を実現

します。 

https://www.optim.co.jp/optim-biz/
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機能 概要 

IP 制限 設定した IP アドレス以外からのログインを制限します。 

サービスの利用者を限定して不正アクセスを防ぐことができます。 

監査ログ 認証や各サービスに関する利用状況のログを集約し、情報システム管理者

が参照することができます。 

1-1-2 フリープランと有償プランの違い 

 フリープラン 有償プラン 

最低契約アカウント数 なし なし 

最低利用期間 なし 1 ヶ月 

オプティム提供サービス連携＊1 〇 〇 

多要素認証（ワンタイムパスワー

ド） 

〇 〇 

IP 制限 なし 〇 

サードパーティサービス＊2 連携 なし 〇 

Microsoft 365 へのユーザー自動連

携（ユーザープロビジョニング） 

なし 〇 

OPTiM Biz（MDM）連携 なし 〇 

貴社認証基盤からのシングルサイ

ンオン 

なし 〇 

＊1 OPTiM AI Camera など 

＊2 Microsoft 365、Dropbox など 

1-2 必要な環境について 

動作環境は以下の URL からご確認ください。 

https://www.optim.co.jp/optim-id-plus/ 

1-3 OPTiM ID 管理者向けマニュアルについて 

OPTiM ID では、システムを利用する個人を「メンバー」と呼び、メンバーを管理する個人を「管理

者」と呼びます。 

管理者は企業を登録・管理する「企業管理者」、企業の配下でグループを登録・管理する「グループ

管理者」に分けられます。 

 

OPTiM ID 管理者向けマニュアル（以下、本マニュアル）は管理者（企業管理者、グループ管理者）

が OPTiM ID を利用するにあたっての操作方法、注意事項を記載しています。 

メンバーが自身のアカウントを操作する場合は『OPTiM ID メンバー向けマニュアル』を参照してく

ださい。 

https://www.optim.co.jp/optim-id-plus/
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2 はじめに 

OPTiM ID を利用するための操作の流れについて説明します。 

 

2-1 利用を開始するまでの流れ 

OPTiM ID を利用開始するために、管理者は以下の流れで企業、企業のメンバー、グループを登録し

ます。 

また、必要に応じて管理者がメンバーのアカウント情報の変更をしたり、グループにメンバー追加し

たりすることもできます。 
 

 

OPTiM ID＋の場合、契約内容や利用するサービスによっては、オプティムもしくは販売代理店

が登録作業を行います。 

利用者自身が管理者として登録を行う場合は、以下の流れに沿って利用開始の手続きを進めてく

ださい。 

 

 
 

企業登録 

企業メンバーの追加 

グループの登録 

グループのメンバー追加 

アカウント情報の変更 

「サインアップ」で、OPTiM ID へ企業を登録します。 

➔ 『3 企業と管理者アカウントの登録』 

「管理コンソール」で企業メンバーを追加します。 

➔ 『4-5-1 メンバーを新規登録する』 

「Group Manager」で企業外部のメンバーを追加します。 

➔ 『5-6-6 企業外部のメンバーを招待する』 

「Group Manager」を使用して、企業内のグループを登録します。 

➔ 『5-7-5 グループを新規で登録する』 

「Group Manager」を使用して、企業内のグループにメンバーを追加し

ます。 

➔ 『5-7-8 グループに企業の所属メンバーを追加する』 

➔ 『5-7-9 グループに企業外部のメンバーを招待する』 

 

「アカウントの各種設定」を使用して、自分自身のアカウント情報の変

更やセキュリティ設定をします。 

➔ アカウントの各種設定については『OPTiM ID メンバー向けマ

ニュアル』を参照してください。 

管理者による操作 

メンバーによる操作 
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2-2 メンバーごとの操作一覧 

OPTiM ID にログインしているメンバーの役割に応じた操作概要を示します。 

 

OPTiM ID にログインしている管理者は「企業の管理メンバー」、もしくは「グループの管理メン

バー」としての操作を行います。 

 

 

 

 

 

管理者による操作 

企業の管理メンバー 
• サインアップして企業を登録し、企業を管理します。 

• メンバーの追加／削除を行います。 

• メンバーのシングルサインオン設定を行います。 

• OPTiM ID のアカウント情報と連携先サービスのアカウ

ント情報を連携させます。 

• 二段階認証の設定を行います。 

 
OPTiM ID＋の場合、オプティムもしくは販売代理店がサインアップして企業登録のみ

を行います。 
 

企業内のグループを登録します。 

➔ 『5-7 グループを管理する』 
グループの管理メンバー 

 

すべてのメンバー 
• メンバー管理画面で所属企業のメンバーを閲覧できます。 

• アプリケーション権限の管理者は、アプリケーション権

限の設定を行います。二段階認証の設定を行います。 

• ログインしているメンバーが自分自身のアカウントを管

理します。 

➔ アカウント操作については『OPTiM ID メンバー向けマ

ニュアル』を参照してください。 

メンバーによる操作 
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3 企業と管理者アカウントの登録 

OPTiM ID を利用するには、「企業の管理者」として企業と管理者アカウントの情報を入力して登録

し、登録した企業のメンバーとしてログインする必要があります。 
 

 

OPTiM ID＋の場合、契約内容や利用するサービスによっては、オプティムもしくは販売代理店

が登録作業を行います。その場合、アカウント登録の操作は不要となります。 

3-1 OPTiM ID への企業と管理者アカウントの登録を開始する 

OPTiM ID に企業と管理者アカウントの情報を入力して登録する手順について説明します。 
 

 

 1. Web ブラウザーを起動し、以下の URL にアクセスします。 

https://signup.optim.cloud/ 

 

ここでは、新規で企業を登録する手順について説明しています。登録済みの企業の場合

は、企業の管理者がメンバーを追加する必要があります。 

➔ メンバーの管理については、『4-5 メンバー管理画面』または『5-6 メンバーを管理

する』を参照してください。 

 2. メールアドレスを入力します。 

 

3. ［利用規約］、［個人情報の取扱に関するポリシー］、［反社会的勢力の排除に関する表明・保

証］をよく読んでから［同意する］にチェックを付けて、［メールを送信］をクリックしま

す。 

    

Google の reCAPTCHA による認証画面が表示されたら、画面の案内に従って、認証してくだ

さい。 

Step

https://signup.optim.cloud/
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入力したメールアドレスに確認用メールが送信され、以下の画面が表示されます。 

 

 
30 分以内にメール文章内のリンクを開いて、登録手続きを完了させる必要があります。 

4. 届いた確認用メールの URL にアクセスします。 

5. 表示されたページの内容に応じて、登録手続きを継続します。 

➔ 「事業者・管理者情報入力」ページが表示される場合は、『企業と管理者アカウントの情報を入

力する』を参照してください。 

➔ 「ご利用のドメインは既に事業者として登録されています」ページが表示される場合は、『ご利

用のドメインが既に事業者として登録されている場合』を参照してください。 
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3-2 企業と管理者アカウントの情報を入力する 

1. 企業情報を入力します。 

➔ 設定項目については、『企業情報と管理者アカウント情報の設定項目』を参照してください。 

 

［電話番号・住所を入力する］をクリックすると電話番号と住所の項目が表示されます。 

 

2. 画面を下にスクロールし、管理者のアカウント情報を入力します。 

➔ 設定項目については、『企業情報と管理者アカウント情報の設定項目』を参照してください。 
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3. ［入力内容確認］をクリックします。 

 

4. 内容を確認して、［登録する］をクリックします。 

 

アカウントの登録が完了し、以下の画面が表示されます。 

 

➔ ログインする手順については、『登録したアカウントでログインをする』を参照してください。 

█ 企業情報と管理者アカウント情報の設定項目 

企業情報と管理者アカウント情報には、以下の情報を設定します。 
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メールアドレス 

 

No. 項目 説明 

1 メールアドレス 管理者のメールアドレスを入力します。 

 

企業情報 

 

 

No. 項目 説明 

1 企業名 企業の正式名称を入力します。 

2 電話番号 企業の電話番号を入力します。 

3 郵便番号 企業の郵便番号を入力します。 

4 住所 企業の住所を以下の項目ごとに設定します。 

• 都道府県 

• 市区町村 

• 町名、番地 

• 建物名 

 

管理者アカウント情報 

❶ 
  

❶ 

❷ 

❸ 

❹ 
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No. 項目 説明 

5 姓 管理者の姓を入力します。 

6 名 管理者の名を入力します。 

7 パスワード 管理者アカウントのパスワードを入力します。 

パスワードには、他のサービスで使用していない、8

文字以上のできるだけ長いパスワードを推奨していま

す。 

8 パスワード（確認用） 確認用に、上記の「パスワード」と同じパスワードを入力し

ます。 

 

█ ご利用のドメインが既に事業者として登録されている場合 

入力したメールアドレスのドメインが既に事業者として登録されていた場合は、「ご利用のドメイン

は既に事業者として登録されています」ページが表示されます。この場合、既に登録されている事業

者の設定によって、「登録リクエスト」機能をご利用いただける場合があります。登録リクエスト機

能をご利用いただける場合は「登録リクエスト機能を利用できる場合」のページが、ご利用いただけ

ない場合は「登録リクエスト機能を利用できない場合」のページが表示されます。 

 

登録リクエスト機能を利用できる場合 
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登録リクエスト機能を利用できない場合 

 

登録リクエスト機能を利用できる場合は、『登録リクエスト機能を利用できる場合』を参照してくだ

さい。登録リクエスト機能を利用できない場合は、『登録リクエスト機能を利用できない場合』を参

照してください。 
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█ 登録リクエスト機能を利用できる場合 

登録リクエスト機能は、入力したメールアドレスのドメインが既に事業者として登録されている場合

に、別事業者として登録する代わりに、既存の事業者へのアカウント追加を依頼できる機能です。登

録リクエストを送信すると、リクエスト先の事業者の管理者にメール通知が送信されます。リクエス

トが承認され、アカウントが作成されると、OPTiM ID をご利用いただけるようになります。登録リ

クエストを送信する手順については『登録リクエストを送信する』を参照してください。 

 

登録リクエスト機能を利用せず、別事業者として登録することも可能です。既存の事業者と異なる事

業者を登録した場合には、以下のような問題が想定されます。 

• 新たな事業者として登録した場合、同じメールアドレスを利用して既存の事業者に登録すること

はできません。 

• 既存の事業者で購入済みのアプリは、新たな事業者で利用することができません。 

または、新たな事業者で購入したアプリは、既存の事業者で利用することができません。 

別事業者として登録する手順については『登録リクエスト機能を利用せず、別事業者として登録す

る』を参照してください。 

 

█ 登録リクエストを送信する 

登録リクエストを送信する手順について説明します。 

 

 

ここでは、登録リクエストを送信する手順について説明しています。既存の事業者へのアカウン

ト追加を完了するためには、企業の管理者が登録リクエストを承認する必要があります。 

➔ 登録リクエストの承認については、『登録リクエストを承認する』を参照してください。 

 

 

1. 登録リクエストを送信する企業を選択し、［登録リクエストを送信］をクリックします。 

 

登録リクエストが送信され、以下の画面が表示されます。 

Step
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2. 画面を閉じて、管理者の承認をお待ちください。 

 

█ 登録リクエスト機能を利用せず、別事業者として登録する 

登録リクエスト機能を利用せず、別事業者として登録する手順について説明します。 

 

 

1. ［新規事業者登録］をクリックします。 

 

2. 確認モーダルの内容をよく読んでから［同意する］にチェックを付けて、［登録を続ける］を

クリックします。 

 

3. 『企業と管理者アカウントの情報を入力する』の内容を参照し、登録手続きを継続してくだ

さい。 

Step
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█ 登録リクエスト機能を利用できない場合 

入力したメールアドレスのドメインが既に事業者として登録されており、なおかつ登録リクエスト機

能を利用できない場合には、次のような画面が表示されます。この場合は、既に登録されている事業

者の管理者様に、アカウント追加を依頼してください。 

 

 

登録リクエスト機能を利用せず、別事業者として登録することも可能です。別事業者として登録を行

う場合は、画面上の注意書きの内容をご確認いただき、［上記内容を確認した上で登録を続ける］に

チェックを付けて、［登録を続ける］をクリックします。以降は、『企業と管理者アカウントの情報を

入力する』の内容を参照し、登録手続きを継続してください。 
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3-3 登録したアカウントでログインをする 

登録が完了したアカウントでログインする手順について説明します。 
 

 

 1. ［ログイン］をクリックします。 

  

OPTiM ID のログイン画面が表示されます。 

 2. 企業と管理者アカウントの登録の際に設定したパスワードを入力して、［ログイン］をクリッ

クします。 

 

「認証コード入力」画面が表示されます。 

同時に「[OPTiM ID] 認証コードのお知らせ」というタイトルのメールが届きます。 

 

システムの設定状態によっては認証コードの入力が省略されることがあります。 

Step
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 3. メールに記載されている認証コードを確認します。 

 

 4. 「認証コード」入力欄に認証コードを入力し［次へ］をクリックします。 

 

 

入力した認証コードに問題がある場合は、入力欄の右下に表示されている「認証コード

再送信」をクリックしてください。認証コードを記載したメールが再送信されます。 
 

OPTiM ID にログインし、OPTiM ID ホームが表示されます。 

 

登録直後の OPTiM ID ホームの「アプリ一覧」はブランク状態です。 

ｖ 
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4 基本操作 

OPTiM ID を管理するための基本操作について説明します。 

管理者としての操作は「管理コンソール」で行います。 

4-1 ログインする 

OPTiM ID の管理コンソールにログインします。 

 

 

 1. 以下の URL にアクセスします。 

https://admin.id.optim.cloud/members 

 2. 管理者として登録済みのメールアドレスおよびパスワードを入力した後、［ログイン］をク

リックします。 

 

管理コンソールが表示されます。 

 

 
管理コンソール画面に表示される項目は契約内容によって一部異なります。 

Step

https://admin.id.optim.cloud/members
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█ 管理コンソールに遷移する 

ログイン後、ホーム画面が表示された場合は、画面右上の管理コンソールアイコン［ ］をクリッ

クすると管理コンソール画面に切り替わります。 

4-2 ログアウトする 

OPTiM ID の管理コンソールからログアウトします。 

 

 

1. 画面右上のログインメンバー >［ログアウト］をクリックします。 

 

 

Step
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4-3 オンラインマニュアル画面を表示する 

オンラインマニュアルにアクセスして操作手順などを画面で確認できます。 

 

 1. 画面右上のログインメンバー >［オンラインマニュアル］をクリックします。 

 

「OPTiM ID マニュアル」または「OPTiM ID+マニュアル」が表示されます。 

 2. 閲覧するマニュアルタイトルをクリックしてください。 

 

Step

 オンラインマニュアルに表示される内容は OPTiM ID+（有償プラン）のメンバーとフリープラ

ン（無償プラン）のメンバーで異なります。 
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4-4 管理コンソールの画面構成 

管理コンソールの基本的な画面構成について説明します。 

 

No. 項目 説明 

1 メニューエリア クリックすると、画面右側のメインエリアに OPTiM ID の各

種管理画面が表示されます。 

• メンバー管理 

メンバーの新規登録、編集、削除を行います。 

➔ 『4-5 メンバー管理画面』 

• アプリ管理 

SAML 2.0 を使ったシングルサインオンの連携設定や、組

織で利用するシステムへのリンク設定などを行います。 

➔ 『4-6 アプリ管理画面』 

• アクセスポリシー管理 

二段階認証および IP 制限についての設定を行います。 

➔ 『4-7 アクセスポリシー管理画面』 

• ID プロバイダ管理 

外部の ID プロバイダからシングルサインオンするための

設定を行います。 

OPTiM ID＋の場合に表示されます。 

➔ 『4-8 ID プロバイダ管理画面』 

• アプリケーション権限 

アプリケーションごとに企業のデフォルト設定を行いま

す。 

➔ 『4-9 アプリケーション権限』 

• ログ 

監査ログを閲覧できます。 

OPTiM ID＋の場合に表示されます。 

➔ 『4-10 ログ画面』 

❶ 

❷ 

❸ ❹ 
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No. 項目 説明 

• ご利用状況 

登録状況やライセンス数などの情報を確認できます。 

➔ 『4-11 ご利用状況画面』 

2 メインエリア 画面左側のメニューエリアで選択したメニューの設定、確認

画面が表示されます。 

詳細設定がタブによって分割されている画面もあります。 

3 画面切り替えボタン クリックするたびに （管理コンソール画面）と 

（ホーム画面）が切り替わります。 

4 ログインメンバー 現在ログイン中のメンバー名が表示されます。クリックする

と、アカウント各種設定、ログアウトなどのアカウント関連

メニューが表示されます。 

 

4-5 メンバー管理画面 

メンバー管理では所属企業のメンバーの管理（登録、編集、削除）を行います。 

「メンバー管理」画面は［メンバー］タブと［カスタム属性］タブと [登録リクエスト] タブから構

成されています。 

 

 

4-5-1 メンバーを新規登録する 

メンバーを新規に登録します。 
 

 

 1. ［メンバー管理］>［新規登録・CSV］>［メンバー新規登録］の順にクリックします。 

 

 2. メンバー情報を入力した後、［登録］をクリックします。 

 

［連続登録]をクリックすると、再度メンバーの新規登録画面が表示され、連続してメ

ンバー登録を行うことができます。 

Step
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➔ 設定項目については、『メンバー情報設定項目』を参照してください。 

 

█ メンバー登録時の注意事項 

※ ライセンス数の上限を満たしている際に［メンバー新規登録］を選択すると、以下のメッセージが

表示され、メンバー登録に進めません。 

 

※ 連続登録時にライセンス数上限を超えると以下のメッセージが表示され、それ以上メンバー登録に

進めなくなります。 

 

※ OPTiM Biz および Microsoft 365 へアカウント情報を連携している場合は、OPTiM ID 上でメンバー

の新規作成を行うと、OPTiM Biz および Microsoft 365 にも連携されます。 

※ OPTiM Biz および Microsoft 365 へアカウント情報を連携している場合は、操作時に注意が必要で

す。以下を必ず参照ください。 

➔ 『6 アカウント情報を外部システムに連携する』 
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█ メンバー情報設定項目 

基本情報 

 
 

No. 項目 説明 

1 姓 メンバーもしくは管理者の姓を入力します。 

2 名 メンバーもしくは管理者の名を入力します。 

3 姓（カナ） メンバーもしくは管理者の姓をカナで入力します。 

4 名（カナ） メンバーもしくは管理者の名をカナで入力します。 

5 メールアドレス メンバー、もしくは管理者のメールアドレスを入力します。 

OPTiM ID 内で重複するメールアドレスは登録できません。 

 

6 役割 メンバーに付与する役割を以下から選択します。 

• 特権管理者 

グループ管理、メンバー管理、アプリ管理、ログ閲覧など、組織に

関する管理操作を行えます。 

• 一般スタッフ(グループ作成可) 

メンバー管理の閲覧、グループの新規作成が行えます。 

アプリケーション権限の管理者権限が付与されている場合は、アプ

リケーション権限の編集のみ行えます。 

• 一般スタッフ 

メンバー管理の閲覧が行えます。 

アプリケーション権限の管理者権限が付与されている場合は、アプ

リケーション権限の編集のみ行えます。 

➔ グループの操作は Group Manager から行えます。詳細は、『5-7 グルー

プを管理する』を参照してください。 
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No. 項目 説明 

7 タイムゾーン タイムゾーンを選択します。 

８ パスワード設定

方法 

メンバーへのパスワード設定方法を以下から選択します。運用にあわせ

て選択してください。 

• パスワード設定のリンクをメールアドレスに送る 

OPTiM ID とは連携しないシステムで、メールが受信可能であると

きに選択します。 

メンバーがメールを受信できる環境であることを予め確認する必要

があります。 

• 一時パスワードを生成して特権管理者が配布する 

組織のメールを確認するために OPTiM ID にログインする必要があ

るときなど、メンバーがメールを受信できない環境の場合に選択し

ます。 

➔ パスワード設定方法の詳細は『4-5-2 パスワードを設定する』を参照

してください。 

「ID プロバイダ管理」画面で「SAML 認証」もしくは「Entra ID

認証」を設定した場合、「ID プロバイダ情報」の項目が表示さ

れ、「パスワード設定方法」は表示されなくなります。 

➔ 詳細は『4-8-1 連携方法を設定する』を参照してください。 

 

カスタム属性 

 
 

No. 項目 説明 

9 カスタム属性項目 カスタム属性が登録されている場合に表示される設定項目です。 

➔ 詳細は『4-5-11 カスタム属性を新規登録する』を参照してくだ

さい。 

 

ID プロバイダ情報 
 

 ID プロバイダ情報は、以下の条件で表示される項目です。 

• OPTiM ID+（有償プラン）のメンバーのみです。OPTiM ID（フリープラン）として利用する

場合は、ID プロバイダ情報は表示されません。 

• 「ID プロバイダ管理」画面で「SAML 認証」もしくは「Entra ID 認証」を設定した場合に表

示されます。 

➔ 詳細は『4-8-1 連携方法を設定する』を参照してください。 
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No. 項目 説明 

10 シングルサイン

オン認証連携 ID 

「SAML 認証」の設定を行った場合、連携する ID プロバイダで設定して

いる Name ID を入力します。 

「Entra ID 認証」の設定を行った場合、Entra ID ユーザーのオブジェク

ト ID を入力します。 

 

追加権限 

 
 

No. 項目 説明 

11 追加権限 オプティムが提供するサービス「OPTiM Asset」を契約している場合に

表示される項目です。 

役割が「一般スタッフ(グループ作成可)」または「一般スタッフ」のメ

ンバーに物品管理者の権限を設定する場合、［OPTiM Asset 物品管理

者］にチェックを付けます。 

メンバーの役割が「特権管理者」の場合は、自動的に物品管理者

の権限が設定されます。 
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アプリケーション権限 

 

アプリケーション権限は、権限設定が可能なオプティムのサービスを契約している場合のみ表示

されます。 

 

 
 

No. 項目 説明 

12 アプリケーショ

ン権限 

契約しているサービスごとに個別権限を設定できる項目です。メンバー

に対して、サービスの個別の権限を付与する場合に選択してください。 

アプリケーション権限の管理者の権限が付与されたメンバーは、メン

バーまたはグループに対して、そのアプリのアプリケーション権限を設

定できるようになります。 

企業のデフォルト設定、メンバーへの設定は管理コンソールから行えま

す。また、グループへの設定は Group Manager から行えます。 

➔ 企業へのデフォルト設定の詳細は、『4-9-1 アプリケーション権限のデ

フォルト設定を行う』を参照してください。 

➔ グループへの設定の詳細は、『5-7-5 グループを新規で登録する』を参

照してください。 

ログインしているメンバーの役割によって、表示されるアプリ

ケーション権限が異なります。 

• 「特権管理者」の場合、すべてのサービスにおいて最上位の

権限を持つため、契約しているすべてのサービスのアプリケー

ション権限が表示されます。 

• 「一般スタッフ(グループ作成可)」または「一般スタッフ」

の場合、アプリケーション権限の管理者の権限が付与されている

と、そのサービスのアプリケーション権限が表示されます。 

アプリケーション権限による動作は、サービスによって異なります。 

詳細については、画面の説明欄や契約されているサービスのマニュアル

をご確認ください。 
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4-5-2 パスワードを設定する 

パスワード設定方法ごとの、メンバーへのパスワード発行の流れについて説明します。 

█ メールアドレスにパスワード設定リンクを送付する 

メンバー登録時に「メールアドレスにパスワード設定リンクを送付する」を選択した場合のパスワー

ド設定の流れは以下のとおりです。 

 

メンバー登録後に、登録したメンバーのメールアドレス宛に「[OPTiM 

ID]パスワード初期設定」というタイトルのメールが送信されます。 

メールを受信したメンバーは、メールに記載されている URL にアクセ

スをして、パスワードを設定します。 

メールサンプル 
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█ 一時パスワードを配布する 

メンバー登録時に「一時パスワードを生成して特権管理者が配布する」を選択した場合のパスワード

設定の流れは以下のとおりです。 
 

 

 
一時パスワードの有効期限は 7 日間です。 

4-5-3 メンバーを検索する 

検索条件を設定して、登録済みのメンバーを検索し、一覧に表示します。 
 

 

 1. ［メンバー管理］>［メンバー］タブの順にクリックします。 

 2. メンバー一覧の上部にある検索条件に内容を入力した後、［検索］をクリックします。 

 

検索条件は、以下を組み合わせて設定することができます。 

• ［名前検索］に、メンバーの名前に含まれる文字を入力する 

• ［メールアドレス検索］に、メンバーのメールアドレスに含まれる文字を入力する 

• 「役割」ドロップダウンリストから、メンバーの役割を選択する 

➔ 検索条件については、『メンバー検索条件項目』を参照してください。 

Step

メンバー登録後に、一時パスワード発行画面が表示されます。 

管理者は「メールアドレス」「一時パスワード」「一時パスワードの有効

期限」をメンバーに配布します。 

メンバーは配布された情報を元に OPTiM ID にログインした後、自身

でパスワードを変更します。 
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検索条件に当てはまるメンバーが一覧表示されます。 

 

█ メンバー検索条件項目 

 
 

No. 項目 説明 

1 名前検索 検索するメンバーの名前を入力します。 

2 メールアドレス検索 検索するメンバーのメールアドレスを入力します。 

3 役割 「特権管理者」、「一般スタッフ(グループ作成可)」、「一般ス

タッフ」のいずれかを選択します。 

 

❶ ❷ ❸ 
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4-5-4 メンバーの情報を確認する 

登録済みのメンバーを選択して登録情報を確認します。 

 

 

 1. ［メンバー管理］>［メンバー］タブの順にクリックします。 

 2. メンバー一覧から情報を確認するメンバーを選択し、クリックします。 

 

「メンバー情報」画面が表示されます。 

➔ メンバー情報項目については、『メンバー情報確認項目』を参照してください。 

█ メンバー情報確認項目 

基本情報 

 
 

No. 項目 説明 

1 メンバーID メンバーID を表示します。 

2 名前 メンバーの名前を表示します。 

3 名前（カナ） メンバー名前をカナで表示します。カナが登録されていない場合は表示

しません。 

4 メールアドレス メンバーのメールアドレスを表示します。 

5 役割 メンバーに付与された役割を表示します。 

6 タイムゾーン メンバーが設定したタイムゾーンを表示します。 

Step
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No. 項目 説明 

7 メンバー状態 現在のメンバー状態を表示します。 

「有効」の場合、メンバーアカウントは使用可能です。対象メンバーは

通常ログインできる状態です。 

「停止」の場合、メンバーアカウントは一時的に停止されていて、対象

メンバーは自身のアカウントでログインできない状態です。 

8 最終ログイン 

日時 

メンバーがログインした最終日時を表示します。 

メンバーのログイン履歴がない場合は「記録がありません」と表

示されます。 

9 一時パスワード

の発行 

パスワード紛失などにより、メンバーがログインできなくなった場合、

［一時パスワードを発行する］をクリックし、一時パスワードを発行し

てください。パスワード発行後、管理者がメンバーへ一時パスワードを

配布します。 

「ID プロバイダ管理」画面で「SAML 認証」もしくは 

「Entra ID 認証」を設定した場合、「一時パスワードの発行」は非

表示となり、「ID プロバイダ情報」および「認証設定」の項目が

表示されます。 

 

ID プロバイダ情報 
 

 ID プロバイダ情報が表示されるのは OPTiM ID+（有償プラン）のメンバーのみです。 

OPTiM ID（フリープラン）として利用する場合は、ID プロバイダ情報は表示されません。 
 

 
 

No. 項目 説明 

10 シングルサイン

オン認証連携 ID 

SAML で設定を行った場合、連携する ID プロバイダで設定している

Name ID を表示します。 

Entra ID で設定を行った場合、Entra ID ユーザーのオブジェクト ID を表

示します。 

ID プロバイダ管理から設定を行うと、「ID プロバイダ情報」の項

目が表示され、「パスワード設定方法」は表示されなくなりま

す。 
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認証設定 

 
 

No. 項目 説明 

11 認証アプリ 認証アプリが設定されている場合、認証アプリを表示します。右側の

［解除］をクリックすると、認証アプリを解除できます。 

➔ 認証アプリについては、『アクセスポリシー設定項目』の二段階認証方

法の解説を参照してください。 

 

追加権限 

 
 

No. 項目 説明 

12 追加権限 オプティムが提供するサービス「OPTiM Asset」を契約している場合に

表示される項目です。 

役割が「一般スタッフ(グループ作成可)」または「一般スタッフ」のメ

ンバーに物品管理者の権限の設定がされているかどうか確認できます。

設定されていない場合は「未設定」と表示されます。 

メンバーの役割が「特権管理者」の場合は、自動的に物品管理者

の権限が設定されるため、追加権限の項目は表示されません。 

 

  



 

 

4 

41 

基
本
操
作 

 

アプリケーション権限 

 

 

アプリケーション権限は、権限設定が可能なオプティムのサービスを契約している場合のみ表示

されます。 
 

 
 

No. 項目 説明 

13 アプリケーショ

ン権限 

メンバーに付与されたアプリケーション権限を表示します。 

アプリケーション権限が設定されていない場合は「割り当てなし」と表

示されます。 

企業のデフォルト設定またはグループで優先度の高い権限を設定してい

る場合は、括弧書きで権限が表示されます。 

➔ 企業へのデフォルト設定の詳細は、『4-9-1 アプリケーション権限のデ

フォルト設定を行う』を参照してください。 

➔ グループの詳細は、『5-7-5 グループを新規で登録する』を参照してく

ださい。 

 

4-5-5 メンバーを編集する 

登録済みのメンバー情報を編集します。 
 

 

OPTiM ID＋で OPTiM Biz および Microsoft 365 へアカウント情報を連携している場合、OPTiM 

ID 上でメンバーの編集を行うと、OPTiM Biz および Microsoft 365 にも連携されます。 

➔ アカウント情報連携時のメンバー編集については『6 アカウント情報を外部システムに連携す

る』を参照してください。 

 

 

 1. ［メンバー管理］>［メンバー］タブの順にクリックします。 

 2. メンバー一覧から情報を編集するメンバーを選択し、クリックします。 

Step
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「メンバー情報」画面が表示されます。 

 3. ［編集］をクリックします。 

 

 4. メンバー情報を編集した後、［更新］をクリックします。 

 

➔ 設定項目については、『メンバー情報編集項目』を参照してください。 
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█ メンバー情報編集項目 

基本情報 

 
 

No. 項目 説明 

1 姓 メンバーもしくは管理者の姓を入力します。 

2 名 メンバーもしくは管理者の名を入力します。 

3 姓（カナ） メンバーもしくは管理者の姓をカナで入力します。 

4 名（カナ） メンバーもしくは管理者の名をカナで入力します。 

5 メールアドレス メンバー、もしくは管理者のメールアドレスを入力します。 

管理コンソール内で重複するメールアドレスは登録できません。 

 

6 役割 メンバーに付与する役割を以下から選択します。 

• 特権管理者 

グループ管理、メンバー管理、アプリ管理、ログ閲覧など、組織に

関する管理操作を行えます。 

• 一般スタッフ(グループ作成可) 

メンバー管理の閲覧、グループの新規作成が行えます。 

アプリケーション権限の管理者権限が付与されている場合は、アプ

リケーション権限の編集のみ行えます。 

• 一般スタッフ 

メンバー管理の閲覧が行えます。 

アプリケーション権限の管理者権限が付与されている場合は、アプ

リケーション権限の編集のみ行えます。 

➔ 企業へのデフォルト設定の詳細は、『4-9-1 アプリケーション権限のデ

フォルト設定を行う』を参照してください。 

➔ グループの操作は Group Manager から行えます。詳細は、『5-7 グルー

プを管理する』を参照してください。 
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No. 項目 説明 

7 タイムゾーン タイムゾーンを選択します。 

8 メンバー状態 メンバー状態を以下から選択します。 

• 有効 

現在停止中のメンバーアカウントを有効にする場合に選択します。

「有効」を選択すると、対象のメンバーが自身のアカウントでログ

インできるようになります。 

• 停止 

メンバーアカウントを一時的に停止する場合に選択します。「停

止」を選択すると、対象のメンバーが自身のアカウントでログイン

できなくなります。 

管理者が自身のメンバー状態を停止することはできません。 

詳細は『4-5-7 メンバーを停止する』を参照してください。 

 

ID プロバイダ情報 

 
 

No. 項目 説明 

9 シングルサイン

オン認証連携 ID 

連携先のプロバイダから提供される ID を入力します。 

「ID プロバイダ管理」画面で「SAML 認証」もしくは「Entra ID

認証」を設定した場合に表示される設定項目です。 

 

カスタム属性 

 
 

No. 項目 説明 

10 カスタム属性項目 カスタム属性が登録されている場合に表示される設定項目です。 

➔ 詳細は『4-5-11 カスタム属性を新規登録する』を参照してくだ

さい。 
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追加権限 

 
 

No. 項目 説明 

11 追加権限 オプティムが提供するサービス「OPTiM Asset」を契約している場合に

表示される項目です。 

役割が「一般スタッフ(グループ作成可)」または「一般スタッフ」のメ

ンバーに物品管理者の権限を設定する場合は、［OPTiM Asset 物品管理

者］にチェックを付けます。 

メンバーの役割が「特権管理者」の場合は、自動的に物品管理者

の権限が設定されます。 
 

アプリケーション権限 
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No. 項目 説明 

12 アプリケーショ

ン権限 

契約しているサービスごとに個別権限を設定できる項目です。メンバー

に対して、サービスの個別の権限を付与する場合に選択してください。 

アプリケーション権限の管理者の権限が付与されたメンバーは、メン

バーまたはグループに対して、そのアプリのアプリケーション権限を設

定できるようになります。 

➔ 企業のデフォルト設定、メンバーへの設定は管理コンソールから行えま

す。また、グループへの設定は Group Manager から行えます。企業へ

のデフォルト設定の詳細は、『4-9-1 アプリケーション権限のデフォル

ト設定を行う』を参照してください。 

➔ グループへの設定の詳細は、『5-7-5 グループを新規で登録する』を参

照してください。 

ログインしているメンバーの役割によって、表示されるアプリ

ケーション権限が異なります。 

• 「特権管理者」の場合、すべてのサービスにおいて最上位の

権限を持つため、契約しているすべてのサービスのアプリケー

ション権限が表示されます。 

• 「一般スタッフ(グループ作成可)」または「一般スタッフ」

の場合、アプリケーション権限の管理者の権限が付与されている

と、そのサービスのアプリケーション権限が表示されます。 

アプリケーション権限による動作は、サービスによって異なります。 

詳細については、画面の説明欄や契約されているサービスのマニュアル

をご確認ください。 
 

4-5-6 メンバーを削除する 

登録済みのメンバー情報を削除します。 
 

 

OPTiM ID＋で OPTiM Biz および Microsoft 365 へアカウント情報を連携している場合、OPTiM 

ID 上でメンバーの削除を行うと、OPTiM Biz および Microsoft 365 にも連携されます。 

➔ アカウント情報連携時のメンバー編集については『6 アカウント情報を外部システムに連携す

る』を参照してください。 

 

 

 1. ［メンバー管理］>［メンバー］タブの順にクリックします。 

 2. 削除するメンバーをクリックします。 

 

Step
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 3. 「メンバー詳細」画面の［削除］をクリックします。 

 

メンバー削除の確認メッセージが表示されます。 

 4. ［削除］をクリックします。 

 

メンバーが削除され、メンバー一覧から削除したメンバーの表示が消えます。 

█ 複数のメンバーを選択して削除する 
 

 
メンバーを 1 人だけ選択して削除することもできます。 

 

 

 1. メンバー一覧で、削除するメンバーのチェックボックスにチェックを付けた後、メンバー一

覧の上にある［削除］をクリックします。 

 

  

Step
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項目名の行にあるチェックボックスにチェックを付けると、一度にすべてのメンバーを

選択したり、選択を取り消したりすることができます。 

メンバー削除の確認メッセージが表示されます。 

 2. ［削除］をクリックします。 

 

選択したメンバーが削除され、メンバー一覧から削除したメンバーの表示が消えます。 
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4-5-7 メンバーを停止する 

管理者が登録済のメンバーアカウントを一時的に停止（無効化）します。停止中のメンバーは自身の

アカウントでログインできなくなります。 

「削除」と異なり、必要に応じて管理コンソールからアカウントを再開（停止解除）することもでき

ます。 
 

 

メンバーのアカウント停止を行うと、シングルサインオン連携しているサービスプロバイダに

シングルサインオンできなくなります。 
 

 

 1. ［メンバー管理］>［メンバー］タブの順にクリックします。 

 2. 停止するメンバーをクリックします。 

 

「メンバー情報」画面が表示されます。 

 3. ［編集］をクリックします。 

 

「メンバー詳細」画面が表示されます。 

Step
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 4. 「メンバー状態」の「停止」を選択した後、画面下の［更新］をクリックします。 

 

メンバーが停止されると、メンバー一覧に停止中を示すアイコン（バッジ）が表示されま

す。 

 
 

 

メンバーアカウントを停止した後も、シングルサインオンを利用している場合は、メンバーが

サービスプロバイダからログアウトするまで操作できる場合があります。 
 

█ 複数のメンバーを選択して停止する 
 

 
メンバーを 1 人だけ選択して停止することもできます。 

 

 

 1. メンバー一覧で、停止するメンバーのチェックボックスにチェックを付けた後、メンバー一

覧の上にある［停止］をクリックします。 

Step
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項目名の行にあるチェックボックスにチェックを付けると、一度にすべてのメンバーを

選択したり、選択を取り消したりすることができます。 

 

メンバー停止の確認メッセージが表示されます。 

 2. ［停止］をクリックします。 

 

選択したメンバーが停止され、停止中メンバーに停止中のアイコンが表示されます。 

 

 

複数メンバーをまとめて有効・停止する場合は CSV ファイルを利用して登録内容を一括変更で

きます。 

➔ メンバーの一括変更ついては『4-5-10 メンバーを一括変更する』を参照してください。 
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4-5-8 メンバーを一括登録する 

CSV ファイルを利用して、メンバーを一括登録することができます。 

一括登録は以下の 3 ステップで行います。 

ステップ 1 一括登録用の CSV テンプレートファイルをダウンロードする 

ステップ 2 登録メンバーのアカウント情報を追加する 

ステップ 3 CSV ファイルをアップロードする 

 

█ 一括登録用の CSV テンプレートファイルをダウンロードする 

 

 1. ［メンバー管理］>［新規登録・CSV］>［CSV 一括登録］の順にクリックします。 

 

「メンバー一括登録」画面が表示されます。 

 2. ［CSV テンプレートをダウンロード］をクリックします。 

 

一括登録用 CSV ファイルがダウンロードされます。 

 「CSV 入力項目の説明」をクリックすると入力項目の説明画面が表示されます。 

 

Step
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█ 登録メンバーのアカウント情報を追加する 

 

 1. ダウンロードした CSV ファイルのフォーマットに従って、新規登録するメンバーの情報を一

括登録用 CSV ファイルに追加します。 

 

 

一括登録用 CSV について 

• 「タイムゾーン」の列を空白にした場合は、自動で「Asia/Tokyo」が設定されます。 

• 「パスワード設定方法」の列に「0」を入力、もしくは未入力の場合、登録完了後に

一時パスワードが記載された CSV ファイルがダウンロードされます。 

• 「ID プロバイダ管理」画面で「SAML 認証」もしくは「Entra ID 認証」が設定され

ている場合、「シングルサインオン認証連携 ID[必須]」の列が CSV に追加され、「パ

スワード設定方法」の列は表示されません。 

• カスタム属性を設定した場合、カスタム属性の列が CSV に追加されます。 

 2. 登録内容を確認した後、CSV ファイルを保存します。 

 

█ CSV ファイルをアップロードする 

 

 1. 「メンバー一括登録」画面で［選択］をクリックします。 

 

ファイル選択画面が表示されます。 

 2. 編集した一括登録用 CSV ファイルを選択し、［開く］をクリックします。 

 

「ファイル選択」の横にファイル名が表示されます。 

Step

Step
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選択したファイルを取り消す場合は［削除］をクリックしてください。 

 

 3. ［一括登録］をクリックします。 

 

一括登録の確認メッセージが表示されます。 

 4. ［実行］をクリックします。 

 

 
CSV 編集で「パスワード設定方法」の列に「0」を入力、もしくは未入力とした場合、 

［実行］をクリックした後に一時パスワードが記載された CSV ファイルがダウンロー

ドされます。 

 5. 完了メッセージの［閉じる］をクリックします。 
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一括登録が完了すると、CSV 編集で登録したメンバーが一覧に表示されます。 

 

4-5-9 メンバーを一括削除する 

CSV ファイルを利用して、メンバーを一括削除します。 

一括削除は以下の 3 ステップで行います。 

ステップ 1 一括削除用の CSV ファイルをダウンロードする 

ステップ 2 登録メンバーのアカウント情報を編集する 

ステップ 3 CSV ファイルをアップロードする 

 

█ 一括削除用の CSV ファイルをダウンロードする 

 

 1. ［メンバー管理］>［新規登録・CSV］>［CSV 一括削除］の順にクリックします。 

 

「メンバー一括削除」画面が表示されます。 

 2. ［メンバー一覧を CSV でエクスポート］をクリックします。 

 

一括削除用 CSV ファイルがエクスポートされます。 
 

Step
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 「CSV 入力項目の説明」をクリックすると入力項目の説明画面が表示されます。 

 

 

█ 登録メンバーのアカウント情報を編集する 

 

 1. CSV ファイルを開き、削除するメンバー行の「削除対象」の欄に「１」を入力します。 

 

 メンバー一覧 CSV ファイルをエクスポートした時点で、項目の値は入力されていま

す。「削除対象」以外の値は変更しないようにしてください。 

 2. CSV ファイルを保存します。 

 

Step
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█ CSV ファイルをアップロードする 

 

 1. 「メンバー一括削除」画面で［選択］をクリックします。 

 

ファイル選択画面が表示されます。 

 2. 編集した一括削除用 CSV ファイルを選択した後、［開く］をクリックします。 

 

「ファイル選択」の横にファイル名が表示されます。 

 

選択したファイルを取り消す場合は［削除］をクリックしてください。 

 

Step
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 3. ［一括削除］をクリックします。 

 

一括削除の確認メッセージが表示されます。 

 4. ［実行］をクリックします。 

 

 5. 完了メッセージの［閉じる］をクリックします。 

 

一括削除が完了すると、CSV 編集で「削除対象」に「1」を入力したメンバーが一覧から削

除されます。 
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4-5-10 メンバーを一括変更する 

CSV ファイルを利用して、メンバー登録内容を一括変更することができます。 

一括登録は以下の 3 ステップで行います。 

ステップ 1 メンバー一覧の CSV ファイルをエクスポートする 

ステップ 2 登録メンバーのアカウント情報を変更する 

ステップ 3 CSV ファイルをアップロードする 

 

█ メンバー一覧の CSV ファイルをダウンロードする 

 

 1. ［メンバー管理］>［新規登録・CSV］>［CSV 一括変更］の順にクリックします。 

 

「メンバー一括変更」画面が表示されます。 

 2. ［メンバー一覧を CSV でエクスポート］をクリックします。 

 

一括変更用の CSV ファイルがエクスポートされます。 
 

 「CSV 入力項目の説明」をクリックすると入力項目の説明画面が表示されます。 

 

Step
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█ 登録メンバーのアカウント情報を変更する 

 

 1. エクスポートした CSV ファイルを開き、一覧のアカウント情報を変更します。 

 

 

一括登録用 CSV について 

• 「タイムゾーン」の列を空白にした場合は、自動で「Asia/Tokyo」が設定されます。 

• 「ID プロバイダ管理」画面で「SAML 認証」もしくは「Entra ID 認証」が設定され

ている場合、「シングルサインオン認証連携 ID[必須]」の列が CSV に追加されます。 

• カスタム属性を設定した場合、カスタム属性の列が CSV に追加されます。 
 

 

メンバー状態を変更する場合は、「メンバー状態」の数値を変更します。停止する場合

は「0」に、有効にする場合は「1」に変更してください。 
 

 メンバーID は登録メンバーに割り当てられた個別の識別情報です。メンバー情報を編

集する際に変更しないようにご注意ください。 

 2. 情報を変更したメンバー行の「変更対象」の欄に「1」を入力します。 

 

 3. 変更内容を確認した後、CSV ファイルを保存します。 

 

█ CSV ファイルをアップロードする 

 

 1. 「メンバー一括変更」画面で［選択］をクリックします。 

 

ファイル選択画面が表示されます。 

Step

Step
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 2. 編集した一括変更用 CSV ファイルを選択した後、［開く］をクリックします。 

 

「ファイル選択」の横にファイル名が表示されます。 

 

選択したファイルを取り消す場合は［削除］をクリックしてください。 

 

 3. ［メンバー一括変更］をクリックします。 

 

一括変更の確認メッセージが表示されます。 

 4. ［実行］をクリックします。 
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 5. 完了メッセージの［閉じる］をクリックします。 

 

一括変更が完了すると、メンバーの情報が変更されたことを確認できます。 

 

4-5-11 カスタム属性を新規登録する 

カスタム属性を新規登録します。 
 

 

「カスタム属性」は、メンバーが独自に定義できる属性です。例えば、表示名を社員番号、値に

メンバーの社員番号を入力することで、社員番号と紐付けて管理することも可能です。 

 

 

 1. ［メンバー管理］>［カスタム属性］タブ >［カスタム属性新規登録］の順にクリックしま

す。 

 

「カスタム属性新規登録」画面が表示されます。 

 2. 設定項目を入力した後、［登録］をクリックします。 

Step
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➔ 設定項目については、『カスタム属性新規登録の設定項目』を参照してください。 

登録した属性が一覧に表示されます。 

  

 

█ カスタム属性新規登録の設定項目 

 
 

No. 項目 説明 

1 表示名 カスタム属性の画面に表示される属性名を入力します。 



 

 

4 

64 

基
本
操
作 

No. 項目 説明 

2 属性名 カスタム属性のマッピングに利用する属性名を入力します。 

登録後、属性名を変更することはできません。 

 

3 値の重複 カスタム属性の値の重複を許可するかしないかを選択します。 

登録後、設定を変更することはできません。 

 

 

4-5-12 カスタム属性を編集する 

登録済みのカスタム属性を編集します。 

 

 

 1. ［メンバー管理］>［カスタム属性］タブの順にクリックします。 

 2. カスタム属性の右側に表示されている［ (編集）］をクリックします。 

 

「カスタム属性編集」画面が表示されます。 

 3. 変更したい項目を編集した後、［更新］をクリックします。 

➔ 設定項目については、『カスタム属性編集項目』を参照してください。 

 

 

カスタム属性編集で変更できるのは「表示名」のみです。属性の内容（「属性名」および

「値の重複」）は変更できません。 

変更する場合は、カスタム属性を削除して再登録する必要があります。 

Step
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█ カスタム属性編集項目 

 
 

No. 項目 説明 

1 表示名 カスタム属性の画面に表示される属性名を変更します。 

4-5-13 カスタム属性を削除する 

登録済みのカスタム属性を削除します。 
 

 

 1. ［メンバー管理］>［カスタム属性］タブの順にクリックします。 

 2. カスタム属性の右側に表示されている［ （削除）］をクリックします。 

 

 

 

 

 

 

  

Step
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 3. カスタム属性削除確認メッセージの［削除］をクリックします。 

 

 

4-5-14 登録リクエストを承認する 

ご利用の企業宛に届いた登録リクエストを確認し承認します。 

承認すると、リクエスト元のユーザーが企業のメンバーとして登録されます。 

 1. ［メンバー管理］>［登録リクエスト］タブの順にクリックします。 

 

2. ステータスが未承認の登録リクエストをクリックします。 

3. 登録リクエスト詳細に表示されている [承認] をクリックします。 

 

Step
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4. [承認してユーザー作成に進む] をクリックします。 

 

5. メンバー情報を入力後、[登録] をクリックします。 

 

 
承認・拒否いずれの場合も、申請者にメールで通知されます。 

 

█ 登録リクエスト承認時の注意事項 

※ ライセンス数の上限を満たしている際に未承認の登録リクエストをクリックすると、以下のメッ

セージが表示され、[承認] がクリックできない状態になります。 
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※ 登録リクエストを受信してから 1 週間が経過すると、リクエストは期限切れとなり、ステータスが

［期限切］と表示されます。期限切れになった場合、申請者にメールで通知されます。期限切れの

リクエストは承認できないため、再度登録リクエストの送信が必要です。 

※ リクエスト申請者が同じメールアドレスで別の企業に登録リクエストを申請した場合、以前のリク

エストは無効となり、ステータスが［取消済］と表示されます。 

※ 未承認の登録リクエストがある場合は、毎日午前 8:30 ごろに企業内のすべての特権管理者宛にリ

マインドメールが届きます。 

※ OPTiM Biz および Microsoft 365 へアカウント情報を連携している場合は、OPTiM ID 上でメンバー

の新規作成を行うと、OPTiM Biz および Microsoft 365 にも連携されます。 

※ OPTiM Biz および Microsoft 365 へアカウント情報を連携している場合は、操作時に注意が必要で

す。以下を必ず参照ください。 

➔ 『6 アカウント情報を外部システムに連携する』 
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█ メンバー情報設定項目 

基本情報 

 

 

No. 項目 説明 

1 姓 メンバーもしくは管理者の姓を入力します。 

2 名 メンバーもしくは管理者の名を入力します。 

3 姓（カナ） メンバーもしくは管理者の姓をカナで入力します。 

4 名（カナ） メンバーもしくは管理者の名をカナで入力します。 

5 メールアドレス 登録リクエスト申請時に設定したメールアドレスが表示されています。 

メールアドレスの変更はできません。 

変更したい場合は、登録リクエストを再度送信する必要がありま

す 

6 役割 メンバーに付与する役割を以下から選択します。 

• 特権管理者 

グループ管理、メンバー管理、アプリ管理、ログ閲覧など、組織に

関する管理操作を行えます。 

• 一般スタッフ(グループ作成可) 

メンバー管理の閲覧、グループの新規作成が行えます。 

アプリケーション権限の管理者権限が付与されている場合は、アプ

リケーション権限の編集のみ行えます。 

• 一般スタッフ 

メンバー管理の閲覧が行えます。 

アプリケーション権限の管理者権限が付与されている場合は、アプ

リケーション権限の編集のみ行えます。 

➔ グループの操作は Group Manager から行えます。詳細は、『5-7 グルー

プを管理する』を参照してください。 

7 タイムゾーン タイムゾーンを選択します。 
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カスタム属性 

 

No. 項目 説明 

8 カスタム属性項目 カスタム属性が登録されている場合に表示される設定項目です。 

➔ 詳細は『4-5-11 カスタム属性を新規登録する』を参照してくだ

さい。 

 

ID プロバイダ情報 
 

 ID プロバイダ情報は、以下の条件で表示される項目です。 

• OPTiM ID+（有償プラン）のメンバーのみです。OPTiM ID（フリープラン）として利用する

場合は、ID プロバイダ情報は表示されません。 

• 「ID プロバイダ管理」画面で「SAML 認証」もしくは「Entra ID 認証」を設定した場合に表

示されます。 

➔ 詳細は『4-8-1 連携方法を設定する』を参照してください。 
 

 

 

No. 項目 説明 

9 シングルサイン

オン認証連携 ID 

「SAML 認証」の設定を行った場合、連携する ID プロバイダで設定して

いる Name ID を入力します。 

「Entra ID 認証」の設定を行った場合、Entra ID ユーザーのオブジェク

ト ID を入力します。 
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アプリケーション権限 

 

アプリケーション権限は、権限設定が可能なオプティムのサービスを契約している場合のみ表示

されます。 

 
 

No. 項目 説明 

10 アプリケーショ

ン権限 

契約しているサービスごとに個別権限を設定できる項目です。メンバー

に対して、サービスの個別の権限を付与する場合に選択してください。 

アプリケーション権限の管理者の権限が付与されたメンバーは、メン

バーまたはグループに対して、そのアプリのアプリケーション権限を設

定できるようになります。 

企業のデフォルト設定、メンバーへの設定は管理コンソールから行えま

す。また、グループへの設定は Group Manager から行えます。 

➔ 企業へのデフォルト設定の詳細は、『4-9-1 アプリケーション権限のデ

フォルト設定を行う』を参照してください。 

➔ グループへの設定の詳細は、『5-7-5 グループを新規で登録する』を参

照してください。 

ログインしているメンバーの役割によって、表示されるアプリ

ケーション権限が異なります。 

• 「特権管理者」の場合、すべてのサービスにおいて最上位の

権限を持つため、契約しているすべてのサービスのアプリケー

ション権限が表示されます。 

• 「一般スタッフ(グループ作成可)」または「一般スタッフ」

の場合、アプリケーション権限の管理者の権限が付与されている

と、そのサービスのアプリケーション権限が表示されます。 

アプリケーション権限による動作は、サービスによって異なります。 

詳細については、画面の説明欄や契約されているサービスのマニュアル

をご確認ください。 

 

4-5-15 登録リクエストを拒否する 

ご利用の企業宛に届いた登録リクエストを拒否します。 

拒否すると、リクエスト元のユーザーが企業のメンバーとして登録されません。 

 

1. ［メンバー管理］>［登録リクエスト］タブの順にクリックします。 

 

Step
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2. ステータスが未承認の登録リクエストをクリックします。 

3. 登録リクエスト詳細に表示されている [拒否] をクリックします。 

 

4. [拒否] をクリックします。 

 

 
承認・拒否いずれの場合も、申請者にメールで通知されます。 
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4-6 アプリ管理画面 

アプリ管理では、SAML 2.0 を使ったシングルサインオンの連携設定や、組織で利用するシステムへ

のリンク設定などを行うことができます。 

アプリを登録すると、OPTiM ID メンバーのホーム画面から各種サービスにアクセスできるようにな

ります。 

「アプリ管理」画面でアプリを登録すると、アプリ一覧に登録アプリが追加されます。個々のアプリ

設定編集はアプリ一覧から行います。 
 

 



 

 

4 

74 

基
本
操
作 

4-6-1 アプリを登録する 

アプリを新規に登録します。 
 

 

 1. ［アプリ管理］>［アプリ新規登録］の順にクリックします。 

 

 2. 「アプリ新規登録」画面に登録に必要な情報を入力した後［登録して次の入力へ］をクリッ

クします。 

➔ 設定項目については、『アプリ新規登録の設定項目』を参照してください。 

 

アプリが登録され、アプリ編集に進みます。 

Step
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 3. アプリ編集を行います。 

 

➔ 編集項目については、『基本設定項目』および『SAML 設定項目』を参照してください。 

 
「シングルサインオン種別」の設定内容によってアプリ編集の設定項目は変わります。 

 4. アプリ編集後、画面下の［更新］をクリックします。 

 

アプリ一覧に登録したアプリが追加されます。 
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█ アプリ新規登録の設定項目 

 
 

No. 項目 説明 

1 名称 登録するアプリの名称を入力します。 

2 シングルサインオン

種別 

シングルサインオンの種別を選択します。 

• SAML2.0 

SAML 連携＊1 の設定が可能です。SAML2.0 に対応したサービス

にシングルサインオンする場合は「SAML2.0」を選択してくだ

さい。 

• リンク 

URL を指定して、アプリを開くことが可能です。URL は登録後

の編集画面で設定します。 

登録後は変更できません。修正したい場合は再度登録が必要

になります。 

OPTiM ID（フリープラン）メンバーの場合、「リンク」のみ

が表示されます。 

3 SAML 認証フロー＊2 シングルサインオン種別に「SAML2.0」を選択した場合に表示さ

れます。 

SAML 認証フローの種類を選択します。 

• SP-initiated 

• IdP-initiated 

「IdP-initiated」を選択した場合、登録後のアプリ編集で

「ログイン URL」の設定が不要になります。 

＊1 「SAML」とは、OASIS によって策定された、異なるインターネットドメイン間で認証を行うた

めの認証情報の規格です。 
＊2 IdP-initiated に対応している連携サービスについては、オンラインマニュアルの「連携サービ

スの検証結果」で確認できます。 
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█ シングルサインオン種別と設定の流れ 

「リンク」によるシングルサインオン 

シングルサインオン種別で「リンク」を選択した場合、アプリ編集の基本設定でリンク先 URL の設定

を行います。 

 

 

SAML2.0 未対応のサービスにリンクしたい場合は「リンク」を選択してください。オプティム

が提供する一部のサービスはリンク設定を行うことでシングルサインオンすることができます。 
 

 

OPTiM ID のメンバーはリンクのみが設定可能です。SAML 連携設定を行う場合は OPTiM ID＋

の契約が必要になります。 
 

「SAML2.0」によるシングルサインオン 

シングルサインオン種別で「SAML2.0」を選択した場合、基本設定に加えて SAML 設定が必要になり

ます。また、連携する外部アプリ側での連携設定が必要になります。 

連携するアプリ（サービスプロバイダ）の設定については各種『連携設定マニュアル』を参照してく

ださい。 
 

█ 基本設定項目 

 
 

No. 項目 説明 

1 名称 ホーム画面のアプリ一覧（メンバーに表示されるアプリの一覧画面）

に表示されるアプリ名を入力します。 

2 画像 ホーム画面のアプリ一覧（メンバーに表示されるアプリの一覧画面）

に表示される画像を設定します。 

3 ログイン URL 登録したアプリでシングルサインオンするためのログイン URL を入力

します。 

アプリ登録設定の「SAML 認証フロー」で「IdP-initiated」を選

択した場合は設定が不要になります。 

4 ポータル表示 ホーム画面のアプリ一覧（メンバーに表示されるアプリの一覧画面）

に登録したアプリを表示するかしないかを選択します。 
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高度な設定 

シングルサインオン種別で「SAML2.0」を選択した場合、画面右側の「高度な設定」をクリックする

と設定画面が表示されます。 

 
 

No. 項目 説明 

5 SAML 認証フロー SAML 設定項目認証フローの設定を変更します。 

6 署名方法 SAML 署名方法を変更します。 

署名方法は以下から選択できます。 

• SAML 応答とアサーションへの署名 

• SAML 応答への署名 

• SAML アサーションへの署名 
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█ SAML 設定項目 

シングルサインオン種別で「SAML2.0」を選択した場合に表示される設定項目です。 

基本設定項目の下に表示されます。 

 
 

No. 項目 説明 

1 SAML 設定情報 サービスプロバイダのSAML設定画面に入力する情報が表示されて

います。＊ 

• Single Sign-On URL サービスプロバイダに設定する ID プロバイダ

のログイン URL です。 

• Issuer サービスプロバイダに設定する ID プロバイダの識別子で

す。 

• X.509 Certificate 

サービスプロバイダに設定する ID プロバイダの証明書です。 

［Certificate ダウンロード］もしくは［クリップボードにコピー］

をクリックすると、X.509 Certificate の情報が取得されます。 

2 ACS URL 連携先のサービス（サービスプロバイダ）が SAML Response（アサー

ション）を受け取るための URL を入力します。＊ 

3 Entity ID 連携先のサービス（サービスプロバイダ）を識別するための識別子を

入力します。＊ 

4 Name ID Format 連携先のサービス（サービスプロバイダ）の Name ID のフォーマット

を設定します。 
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No. 項目 説明 

5 属性マッピング 必要に応じて設定します。 

［追加］をクリックして、連携先のサービス（サービスプロバイダ）

が対応する属性名を入力した後、設定する値を属性値から選択しま

す。＊ 

* 名称は連携先のサービスによって異なる場合があります。詳細は各種『連携設定マニュアル』

を参照してください。 
 

4-6-2 アプリを編集する 

登録済みアプリ設定を編集します。 
 

 

 1. ［アプリ管理］をクリックします。 

 2. 一覧から編集するアプリをクリックします。 

 

 3. 「アプリ詳細」画面の［編集］をクリックします。 

 

Step
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 4. アプリの設定内容を変更します。 

 

➔ 編集項目については、『基本設定項目』および『SAML 設定項目』を参照してください。 
 

 
アプリ登録時に設定した「シングルサインオン種別」に応じて設定項目は変わります。 

 5. 設定を変更した後、画面下の［更新］をクリックします。 

 

4-6-3 プロビジョニングを設定する 

登録したアプリのプロビジョニング画面を表示し、Entra ID とのユーザー情報連携を設定します。 
 

 
プロビジョニング画面を表示できるのは OPTiM ID+（有償プラン）のメンバーのみです。 

 

 

プロビジョニングの設定は、Microsoft 365 と連携する場合に有効となります。『Microsoft 365

連携設定マニュアル』に従って設定を行ってください。 
 

 

 1. ［アプリ管理］をクリックします。 

Step
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 2. 一覧からプロビジョニングを設定するアプリを選択した後、「アプリ詳細」画面の［プロビ

ジョニング］タブをクリックします。 

 

 3. ［編集］をクリックします。 

 

 4. 「プロビジョニング方式」に「Entra ID」を選択します。 

 

「Entra ID プロビジョニング設定」が表示されます。 
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 5. プロビジョニングの設定を行います。 

 

➔ 設定項目については、『Entra ID プロビジョニング設定項目』を参照してください。 

 6. 設定後、画面下の［更新］をクリックします。 

 

█ Entra ID プロビジョニング設定項目 
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No. 項目 説明 

1 クライアント ID Entra ID でアプリを登録したときに取得したアプリケーション（クラ

イアント）ID を入力します。 

2 クライアント 

シークレット 

Entra ID でアプリを登録したときに取得したクライアントシークレッ

ト（値）を入力します。 

3 テナント ID Microsoft 365 テナントの ID を入力します。 

4 カスタムドメイン Microsoft 365 テナントに設定されているカスタムドメインを入力しま

す。 

独自のドメインを入力してください。 

 

4-6-4 アプリを削除する 

登録済みのアプリを削除します。 
 

 

 1. ［アプリ管理］をクリックします。 

 2. アプリ一覧から削除するアプリをクリックします。 

 

 3. 「アプリ詳細」画面の［削除］をクリックします。 

 

 4. 削除確認の画面で［削除］をクリックします。 

Step
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アプリが削除され、アプリ一覧から削除したアプリの表示が消えます。 

4-7 アクセスポリシー管理画面 

アクセスポリシー管理では、認証設定およびアクセス制限の設定を行います。 

「アクセスポリシー管理」画面は［二段階認証］タブと［IP 制限］タブから構成されています。 

 
 

 

IP 制限の設定を利用できるのは OPTiM ID+（有償プラン）のメンバーのみです。OPTiM ID（フ

リープラン）として利用する場合は、［IP 制限］タブは表示されません。 

4-7-1 二段階認証を設定する 

認証設定、認証方法の設定を行います。 
 

 

 1. ［アクセスポリシー管理］＞［二段階認証］の順にクリックします。 

Step
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 2. 「設定単位」、「二段階認証」、「二段階認証方法」の順に項目を選択した後、画面下の［更

新］をクリックします。 

 

➔ 設定項目については、『アクセスポリシー設定項目』を参照してください。 
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█ アクセスポリシー設定項目 

 
 

No. 項目 説明 

1 設定単位 アクセスポリシーの設定単位を選択します。 

• メンバー自身で設定 

各メンバーがアカウントの各種設定から自身のアクセスポリシー

を設定できます。 

• 企業単位で設定 

企業全体でアクセスポリシーを統一し、メンバー自身が設定を行

うことを制限できます。 

2 二段階認証 二段階認証の有無およびタイミングを選択します。 

• 無効 

パスワード認証のみ行います 

• 常に二段階認証 

パスワード認証に加えて、「二段階認証方法」で選択した認証を常

に行います。 

• リスクベース 

パスワード認証に加えて、「二段階認証方法」で選択した認証を、

リスク判定時のみ行います。 
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No. 項目 説明 

3 二段階認証方法 二段階認証の方法を選択します。 

• 認証コード（メール） 

メールアドレスに送信した認証コードを入力し、認証を行いま

す。 

• 認証コード（アプリ） 

認証アプリが表示した認証コードを入力することで認証を行いま

す。 

ログイン時に認証アプリが登録されていない場合は、設定を強

制されます。また、メンバーが認証アプリをインストールして

いた端末を機種変更などの際に、管理コンソールから認証アプ

リの解除を行うこともできます。 

• OPTiM Biz  

OPTiM Biz に登録された端末かどうか判定して認証を行います。 

OPTiM ID（フリープラン）として利用する場合は、「OPTiM 

Biz」は表示されません。 
 

 

「ID プロバイダ管理」画面で「SAML 認証」、「Entra ID 認証」を設定している場合、アクセス

ポリシー管理の設定は変更できません。外部 ID プロバイダ（Entra ID など）側でアクセスポリ

シーの設定を行うため、OPTiM ID 側では操作ができません。 

4-7-2 IP 制限を設定する 
 

 
IP 制限の設定を利用できるのは OPTiM ID+（有償プラン）のメンバーのみです。 

 

管理者が IP 制限を設定することで、設定した IP アドレス以外からのログインを制限します。 

IP アドレスは最大 10 件登録できます。 
 

 

IP 制限は固定 IP アドレスに対応する機能です。動的 IP アドレスの回線を利用している場合は、

IP アドレスが随時変わるため、IP 制限は行えません。 

現在利用しているインターネット回線の契約を確認の上、設定を有効にしてください。 
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 1. ［アクセスポリシー管理］＞［IP 制限］の順にクリックします。 

 

 2. 「IP 制限状態」を「有効」にして、ログインを許可する IP アドレスを入力します。 

 IP アドレスは IPv4 形式で設定してください。IPv6 形式の IP アドレスは入力できませ

ん。任意で CIDR 表記によるサブネットマスクの指定ができます。 

 

IP アドレスを複数設定する場合は［入力欄追加］をクリックしてください。IP アドレスは最

大 10 件まで設定できます。 

 

Step
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 3. 設定後、画面下の［更新］をクリックします。 

 
 

 

IP 制限設定後、ログアウトする前に、自身以外のメンバーがログインできることを確認してく

ださい。確認する前にログアウトすると、管理者自身がログインできなくなる可能性がありま

す。 

メンバーがログインできなかった場合は、「IP 制限状態」を「無効」にして回線の IP アドレス

をご確認ください。 
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4-8 ID プロバイダ管理画面 

ID プロバイダ管理では、外部の ID プロバイダからシングルサインオンするための設定を行うことが

できます。 
 

 設定できるのは OPTiM ID+（有償プラン）のメンバーのみです。OPTiM ID（フリープラン）と

して利用する場合は、ID プロバイダ管理は表示されません。 

4-8-1 連携方法を設定する 

「ID プロバイダ管理」画面で外部の ID プロバイダからの連携方法を選択し、詳細を設定します。 
 

 

 1. ［ID プロバイダ管理］をクリックします。 

 

 2. 「連携方法」を選択します。 

 

➔ 設定項目については、『連携方法の種類』を参照してください。 

 3. 連携方法に応じた設定を行います。 

➔ 「SAML 認証」を選択した場合の設定は『SAML 認証の設定項目』を参照してください。 

➔ 「Entra ID 認証」を選択した場合の設定は『Entra ID 認証の設定項目』を参照してください。 

 4. 設定項目を入力した後、画面下の［更新］をクリックします。 

 

Step
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█ 連携方法の種類 

 
 

No. 項目 説明 

1 未設定 「未設定」を選択した場合は、外部の ID プロバイダからシングルサイ

ンオンすることはできません。 

2 SAML 認証 SAML2.0 に対応した ID プロバイダからシングルサインオンすることが

できます。 

「SAML 認証」を選択した場合、SAML 認証の設定項目が画面下に表示

されます。 

3 Entra ID 認証 Entra ID からシングルサインオンすることができます。 

「Entra ID 認証」を選択した場合、Entra ID 認証の設定項目が画面下に

表示されます。 

█ SAML 認証の設定項目 

「連携方法」で「SAML 認証」を選択した場合に表示される設定項目です。 
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No. 項目 説明 

1 ACS URL 連携する ID プロバイダに設定する SAML Response（アサーション）

を受け取るための URL です。＊ 

2 Entity ID 連携する ID プロバイダに設定する OPTiM ID の識別子です。＊ 

3 Name ID Format 連携する ID プロバイダに設定する Name ID のフォーマットです。 

シングルサインオン認証連携 ID をメールアドレスにする場合は

emailAddress を設定してください。 

メールアドレス以外は「Unspecified」を設定してください。 

4 Name ID 連携する ID プロバイダがメンバーを識別するための値です。 

「シングルサインオン認証連携 ID」は、ID プロバイダ設定完了後に、

メンバーの新規登録画面、メンバー編集画面で設定できるようになり

ます。 

5 Single Sign-On 

URL 

連携する ID プロバイダのログイン URL を入力します。＊ 

6 Issuer 連携する ID プロバイダの識別子を入力します。＊ 

7 X.509 Certificate 連携する ID プロバイダの証明書を PEM 形式で入力します。＊ 

* 名称は連携先のサービスによって異なる場合があります。詳細は各種『連携設定マニュアル』

を参照してください。 

█ Entra ID 認証の設定項目 

「連携方法」で「Entra ID 認証」を選択した場合に表示される設定項目です。 
 

 
 

No. 項目 説明 

1 Entra ID ユーザーID 連携する Entra ID がメンバーを識別するための値です 。 

「シングルサインオン認証連携 ID」は ID プロバイダ設定をした後に

メンバーの新規登録、メンバー編集画面で設定できるようになりま

す。 

Entra ID ユーザーのオブジェクト ID を、シングルサインオン対

象となるメンバーのシングルサインオン認証連携 ID に設定する

必要があります。 

2 Entra ID テナント

ID 

連携する Entra ID のテナント ID を入力します。 
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4-9 アプリケーション権限 

企業に所属しているすべてのメンバーにアプリケーション権限のデフォルト設定を行うことができま

す。 

4-9-1 アプリケーション権限のデフォルト設定を行う 

「アプリケーション権限」画面で契約済みのアプリケーション権限のデフォルト設定を行います。 

 

 

1. [アプリケーション権限] をクリックします。 

 

2. アプリケーションごとにデフォルト設定したい権限を選択してください。 

 

 

3. 選択後、画面下の [更新] をクリックします。 

Step

 ログインしているメンバーの役割によって、表示されるアプリケーション権限が異なります。 

•  「特権管理者」の場合、すべてのサービスにおいて最上位の権限を持つため、契約し

ているすべてのサービスのアプリケーション権限が表示されます。 

•  「一般スタッフ(グループ作成可)」または「一般スタッフ」の場合、アプリケーショ

ン権限の管理者の権限が付与されていると、そのサービスのアプリケーション権限が表示さ

れます。 
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█ アプリケーション権限の設定項目 

 

No. 項目 説明 

1 アプリケーショ

ン 

契約しているサービスごとにデフォルトの権限を設定できる項目です。

すべてのメンバーに対して、サービスのデフォルトの権限を付与する場

合に選択してください。 

アプリケーション権限の管理者の権限が付与されたメンバーは、メン

バーまたはグループに対して、そのアプリのアプリケーション権限を設

定できるようになります。 

➔ 企業のデフォルト設定、メンバーへの設定は管理コンソールから行えま

す。また、グループへの設定は Group Manager から行えます。 

➔ メンバーへの設定の詳細は、『4-5-1 メンバーを新規登録する』を参照

してください。 

➔ グループへの設定の詳細は、『5-7-5 グループを新規で登録する』を参

照してください。 

ログインしているメンバーの役割によって、表示されるアプリ

ケーション権限が異なります。 

• 「特権管理者」の場合、すべてのサービスにおいて最上位

の権限を持つため、契約しているすべてのサービスのアプリケー

ション権限が表示されます。 

• 「一般スタッフ(グループ作成可)」または「一般スタッフ」

の場合、アプリケーション権限の管理者の権限が付与されている

と、そのサービスのアプリケーション権限が表示されます。 

アプリケーション権限による動作は、サービスによって異なります。 

詳細については、画面の説明欄や契約されているサービスのマニュアル

をご確認ください。 

 



 

 

4 

96 

基
本
操
作 

4-10 ログ画面 

認証や各サービスに関する利用状況のログ（監査ログ）を集約し、閲覧することができます。 
 

 ログを閲覧できるのは OPTiM ID+（有償プラン）のメンバーのみです。OPTiM ID（フリープラ

ン）として利用する場合は、ログは表示されません。 

4-10-1 監査ログを閲覧する 

「監査ログ」画面で利用条項のログを確認します。 
 

 

 1. ［ログ］をクリックします。 

 

「監査ログ」画面にログ一覧が表示されます。 

➔ 表示項目については『監査ログ一覧の項目』を参照してください。 
 

 

監査ログを画面下までスクロールすると、自動でログの続きが読み込まれるようになり

ます。 

 2. ログの詳細を確認する場合は、一覧のログ項目をクリックします。 

ログ詳細が表示されます。 

 

再度ログ項目をクリックすると詳細情報表示が解除されます。 

Step
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█ 監査ログ一覧の項目 

 
 

No. 項目 説明 

1 西暦/月/日/時刻 アクションを起こした西暦/月/日/時刻を表示します。 

2 メンバー名 アクションを起こした管理者・メンバーを表示します。 

3 アクション メンバーが起こしたアクションを表示します。 

アクションは以下のとおりです。 

• ログイン成功 

管理者・メンバーがログインに成功した場合に表示されます。 

• ログイン失敗 

ログイン時に入力したメールアドレス・パスワードが一致せずロ

グインに失敗した場合に表示されます。 

• 二段階認証成功 

二段階認証を設定している状態で、ログインに成功した後、二段

階認証に成功した場合に表示されます。 

• 二段階認証失敗 

二段階認証を設定している状態で、ログインに成功した後、二段

階認証に失敗した場合に表示されます。 

• アクセス制限 

IP 制限を設定している状態で、指定した IP アドレス以外からログ

インしようとした場合に表示されます。 

4 アプリ名 アクションを起こしたアプリ名を表示します。 

5 IP アドレス アクションを起こした IP アドレスを表示します。 

4-10-2 ログを検索する 

監査ログを絞り込み検索します。 
 

 

 1. 「監査ログ」画面上部の検索条件に値を入力した後、［検索］をクリックする。 

 

「監査ログ」画面に検索結果一覧が表示されます。 

Step
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➔ 検索条件については『ログの検索条件項目』を参照してください。 
 

█ ログの検索条件項目 

 
 

No. 項目 説明 

1 アクション 以下のアクションから選択できます。 

• ログイン成功 

• ログイン失敗 

• 二段階認証成功 

• 二段階認証失敗 

• アクセス制限 
 

2 メールアドレス メールアドレスを入力します。 

3 アプリ名 アプリ名を入力します。 

4 期間 日付と時間で期間を指定します。 

日付入力欄をクリックするとカレンダー画面が表示されます。適応する

日付を選択してください。 
 

 
 

時間入力欄をクリックすると、時刻入力画面が表示されます。時刻を選

択し、［OK］をクリックすると入力が完了します。 

 
 

 

 
メールアドレスやアプリ名は一部ではなく、登録情報のすべてを入力してください。 
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4-11 ご利用状況画面 

ご利用状況では OPTiM ID への登録メンバー数、契約状況を確認できます。 

4-11-1 利用状況を確認する 

「ご利用状況」画面で、現在の OPTiM ID 利用状況を確認します。 

 

 1. ［ご利用状況］をクリックします。 

 

現在の利用状況が表示されます。 

➔ 表示項目については『確認できる情報』を参照してください。 

█ 確認できる情報 

 

 

No. 項目 説明 

1 メンバー数 ご登録いただいているメンバー数を表示します。 

2 契約プラン ご契約いただいているプラン（有償プランまたはフリープラン）を表

示します。 

3 ライセンス数 契約中のライセンス数を表示します。 

現在の契約で残り何人のメンバーが登録できるか確認できます。 

 

Step
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5 グループの管理 

OPTiM ID では登録したメンバーをグループとして管理することができます。 

メンバーおよびグループ管理の操作を行う「Group Manager」について説明します。 

5-1 Group Manager の概要 

「Group Manager」を使用して所属企業の情報を変更したり、メンバーやグループの情報を管理した

りすることができます。また、OPTiM ID 内で自身が参加している企業やグループの情報を参照した

り、管理したりすることができます。 

 

Group Manager を使ったメンバー管理では、管理コンソールにはない以下の機能を利用できます。 

• メンバーを組織ごとに取りまとめて「グループ」として管理することができます。 

• 所属企業以外の企業を「外部企業」として、所属企業に参加させることができます。 

• 企業外部のメンバーを「ゲスト」として所属企業のメンバーとして追加することができます。 

5-1-1 Group Manager を表示する 

Group Manager を表示します。 
 

 

 1. Web ブラウザーを起動し、以下の URL にアクセスします。 

https://group-manager.optim.cloud 

Group Manager が表示されます。 

 

Step

https://group-manager.optim.cloud/
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管理コンソールから Group Manger を表示させることもできます。 

画面右上のログインメンバー >［グループ管理］をクリックすると Group Manager が表示さ

れます。 
 

 
 

5-1-2 Group Manager の画面構成 

Group Manager の基本的な画面構成について説明します。 

 
 

No. 項目 説明 

1 メニューエリア クリックすると、自身が所属企業またはグループの情報を切り替

えて表示することができます。 

• 所属企業 

自身が所属している企業の情報を表示します。 

➔ 『5-2 所属企業の情報を参照／管理する』 

• 参加企業 

自身が参加している企業の情報を表示します。 

➔ 『5-3 参加企業の情報を参照／管理する』 

• 参加グループ 

自身が参加しているグループの情報を表示します。 

➔ 『5-4 参加グループの情報を参照／管理する』 

2 メインエリア 1 で選択したメニューの内容が表示されます。 
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5-2 所属企業の情報を参照／管理する 

「所属企業」画面では、タブを切り替えることで、それぞれの情報を参照／管理することができま

す。 

 

タブごとの機能概要を説明します。 

 
 

No. 項目 説明 

1 企業情報 所属企業の情報を編集することができます。 

➔ 詳細は、『5-5 企業情報を編集する』を参照してください。 

2 メンバー 所属企業のメンバーを管理します。 

➔ 詳細は、『5-6 メンバーを管理する』を参照してください。 

3 グループ 所属企業のグループを管理します。 

➔ 詳細は、『5-7 グループを管理する』を参照してください。 

4 企業認証設定 認証ポリシーの設定をすることができます。 

➔ 詳細は、『5-8 企業認証の設定をする』を参照してください。 

 

5-3 参加企業の情報を参照／管理する 

参加企業の一覧で企業を選択して、詳細情報を表示します。 
 

 

 1. ［参加企業］をクリックします。 

 

参加企業一覧が表示されます。 

Step
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 2. 企業をクリックします。 

 

• 「名前検索」の入力欄に、企業情報に含まれる文字を入力して［検索］をクリック

すると、参加企業を検索することができます。 

• 一覧の「企業名」をクリックすると、参加企業の一覧を名称の降順／昇順で並び替

えることができます。 

 

参加企業詳細画面が表示されます。 

 
 

参加企業詳細画面では、タブを切り替えることで、それぞれの情報を参照／管理することが

できます。 

 

 

参加企業の企業情報、メンバー、グループを編集できるのは、それぞれの参加企業の役

割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 
 

タブごとの機能概要を解説します。 
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No. 項目 説明 

1 企業情報 参加企業の情報を編集することができます。 

➔ 詳細は、『5-5 企業情報を編集する』を参照してください。 

2 メンバー 参加企業のメンバーを管理します。 

➔ 詳細は、『5-6 メンバーを管理する』を参照してください。 

3 グループ 参加企業のグループを管理します。 

➔ 詳細は、『5-7 グループを管理する』を参照してください。 

4 企業認証設定 認証ポリシーの設定をすることができます。 

➔ 詳細は、『5-8 企業認証の設定をする』を参照してください。 
 

5-4 参加グループの情報を参照／管理する 

参加グループの一覧でグループを選択して、詳細情報を表示します。 
 

 

 1. ［参加グループ］をクリックします。 

 

参加しているグループの一覧が表示されます。 

 2. グループをクリックします。 

 

• 「名前検索」の入力欄に、グループに含まれる文字を入力して［検索］をクリック

すると、参加グループを検索することができます。 

• 一覧の「グループ名称」をクリックすると、参加グループの一覧を名称の降順／昇

順で並び替えることができます。 

Step
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グループ詳細画面が表示されます。 

 
 

グループ詳細画面では、タブを切り替えることで、それぞれの情報を参照／管理することが

できます。 

 

 

グループの編集や参加者の追加などをできるのは、グループの参加者の役割が管理ユー

ザーのメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 

➔ グループの基本的な管理方法については、『5-7 グループを管理する』を参照してくだ

さい。 
 

タブごとの機能概要を解説します。 
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No. 項目 説明 

1 概要 参加グループの情報を編集することができます。 

➔ 詳細は、『5-7-4 グループの概要を編集する』を参照してください。 

2 参加者 参加グループのメンバーを管理します。 

➔ 詳細は、『5-7-10 グループの参加者を管理する』を参照してくださ

い。 

3 参加者追加 参加グループのメンバーを追加します。 

➔ 詳細は、『5-7-8 グループに企業の所属メンバーを追加する』『5-7-9 

グループに企業外部のメンバーを招待する』を参照してください。 
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5-5 企業情報を編集する 

所属している企業の情報は、以下の手順で編集することができます。 
 

 
企業情報は、企業の特権管理者のみが変更することができます。 

 

 

 1. ［所属企業］をクリックします。 

 
 

 2. 「所属企業」画面の［編集］をクリックします。 

 

Step
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 3. 企業情報を編集して、［入力内容確認］をクリックします。 

 

➔ 企業情報の設定項目については、『企業情報の設定項目』を参照してください。 

 4. 確認画面で内容を確認して、［更新］をクリックします。 

 

更新確認のメッセージが表示されます。 
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 5. ［閉じる］をクリックします。 

 

企業情報が更新され、「企業情報」画面に戻ります。 

█ 企業情報の設定項目 

 
 

No. 項目 説明 

1 企業名 企業の正式名称を入力します。 

2 電話番号 電話番号を入力します。 

3 郵便番号 郵便番号を入力します。 



 

 

5 

110 

グ
ル
ー
プ
の
管
理 

No. 項目 説明 

4 住所 住所を以下の項目ごとに設定します。 

• 都道府県 

• 市区町村 

• 町名、番地 

• 建物名 
 

5-6 メンバーを管理する 

Group Manager を使用して所属企業のメンバーを登録、編集、削除する方法について説明します。 

 

 

Group Manager で登録した内容と OPTiM ID 管理コンソールのメンバー管理画面で登録した内

容は連動します。 

5-6-1 メンバー一覧を表示する 

所属企業のメンバー一覧を表示します。 
 

 

 1. ［所属企業］>［メンバー］タブの順にクリックします。 

 

メンバー一覧が表示されます。 

 

Step
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5-6-2 役割と所属種別について 

ここでは、OPTIM ID の役割と所属種別について説明します。 

█ 役割 

所属企業 / 参加企業 の役割 
 

企業内の OPTiM ID のメンバーには、以下に示す役割のいずれかを設定できます。また、「一般ス

タッフ(グループ作成可)」または「一般スタッフ」に対して、追加権限を設定することができます。 

○： 登録、読み込み、編集、削除操作が可能 
△： 読み込みのみ可能 

役割 概要 グループ管

理 

メンバー管

理 

デバイス管

理 

チャネル／

バケット管

理 

アプリケー

ション権限

管理 

特権管理者 企業内のメンバーと

グループの管理をし

ます。 

○ ○ ○ ○ ○ 

一般スタッ

フ(グループ

作成可) 

グループの作成とク

ループ内で OPTIM 

ID を利用します。 

△＊2 △ △ ○ △＊1 

一般スタッ

フ 

グループ内で OPTiM 

ID を利用します。 

△ △ △ ○ △＊1 

 

＊1 アプリケーション権限の管理者の権限が付与されている場合は、同じサービスのアプリケーショ

ン権限の登録、読み込み、編集、削除操作が行えます。 

➔ メンバーに関するアプリケーション権限の詳細は、『4-5-1 メンバーを新規登録する』を参照し

てください。 

＊2 グループの新規作成が行えます。グループ作成時に「管理ユーザー」として参加することで、グ

ループのみ読み込み、編集、削除操作が行えます。 
 

グループ内の参加者の役割 
 

グループに参加している OPTiM ID メンバーには、以下に示す役割のいずれかを設定できます。ま

た、一般ユーザーに対して、追加権限を設定することができます。 

○： 登録、読み込み、編集、削除操作が可能 
△： 読み込みのみ可能 

役割 概要 グループ管

理 

メンバー管

理 

デバイス管

理 

チャネル／

バケット管

理 

アプリケー

ション権限

管理 

管理ユー

ザー 

参加しているグルー

プ情報の操作と、グ

ループ内のメンバー

の管理をします。 

○ ○ ○ ○ △＊3 

一般ユー

ザー 

参加しているグルー

プの概要と参加メン

バーの閲覧が行えま

す。 

△ △ △ ○ △＊3 

 

＊3 アプリケーション権限の管理者の権限が付与されている場合は、同じサービスのアプリケーショ

ン権限の登録、読み込み、編集、削除操作が行えます。 

➔ グループに関するアプリケーション権限の詳細は、『5-7-5 グループを新規で登録する』を参照

してください。 
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█ 追加権限 

追加権限 概要 

機器管理権限 機器を遠隔操作することのできる権限のことです。 

• 「一般スタッフ(グループ作成可)」、「一般スタッフ」もしくは「一般

ユーザー」に追加権限を設定する場合は、［機器管理権限］にチェック

を付けます。 

• 「特権管理者」は自動的に権限が付与されるため、［機器管理権限］の

設定は不要です。 

 

█ 所属種別 

所属種別 概要 

Member その企業に所属しているメンバーのことです。 

メンバーは必ずどこかの企業に所属していることが前提となります。 

 

Guest ほかの企業に所属しているメンバーを招待し、招待されたメンバーが参加する

と、所属種別は Guest になります。 

複数の企業に、特定のメンバーを Guest として登録することが可能です。 
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5-6-3 メンバーを検索する 

検索条件を設定して、登録されているメンバーを検索し、一覧に表示します。 
 

 

 1. ［所属企業］>［メンバー］タブの順にクリックします。 

 2. メンバー一覧の上部にある検索条件に内容を入力した後、［検索］をクリックします。 

 

検索条件は、以下を組み合わせて設定することができます。 
 

• ［名前検索］に、メンバーの名前に含まれる文字を入力する 

• ［メールアドレス検索］に、メンバーのメールアドレスに含まれる文字を入力する 

• 「役割」ドロップダウンリストから、メンバーの役割を選択する 

 

検索条件にあてはまるメンバーが一覧表示されます。 

 

Step
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5-6-4 メンバーを編集する 

登録済みメンバーの情報を編集します。 

 

 

 1. ［所属企業］>［メンバー］タブの順にクリックします。 

 2. メンバー一覧で、編集したいメンバーをクリックします。 

 

 3. メンバー詳細画面の［編集］をクリックします。 

 

「メンバー情報編集」画面が表示されます。 

Step
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 4. メンバーの情報を編集した後、［入力内容確認］をクリックします。 

 

編集するメンバーの所属種別がゲスト（Guest）の場合、変更できるのは「役割」のみ

です。 

 

➔ メンバー情報の設定項目については、『メンバー情報の設定項目』を参照してください。 

 5. メンバー情報の確認内容を確認して、［更新］をクリックします。 

 

 6. 確認メッセージの［閉じる］をクリックします。 
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メンバーの情報が更新されます。 

█ メンバー情報の設定項目 

 
 

No. 項目 説明 

1 姓 姓を入力します。 

2 名 名を入力します。 

3 姓（カナ） 姓をカナで入力します。 

4 名（カナ） 名をカナで入力します。 

5 電話番号 電話番号を入力します。 
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No. 項目 説明 

6 言語 言語を選択します。 

7 メールアドレス メンバーのメールアドレスを入力します。 

8 役割 メンバーの役割を選択します。 

• 「一般スタッフ(グループ作成可)」または「一般ス

タッフ」に追加権限を設定する場合は、［機器管理

権限］にチェックを付けます。 

• 「特権管理者」は自動的に権限が付与されるた

め、［危機管理権限］の設定は不要です。 

9 タイムゾーン タイムゾーンを選択します。 

10 プロフィール画像 プロフィール画像を設定します。 

［ファイルを選択］をクリックすると、パソコンの画像ファ

イルを選択することができます。 

選択できる画像形式は、PNG、JPEG、GIF です。 

また、ファイルサイズは 1 メガバイトを超えないよう

にしてください。 
 

［画像を削除］をクリックすると、設定されている画像が削

除されます。 

5-6-5 メンバーを新規で追加する 

所属企業に新しいメンバーを追加します。 
 

 

 1. ［所属企業］>［メンバー］タブ >［新規登録・招待・CSV］>［社内ユーザーを新規作成す

る］の順にクリックします。 

 

「利用者新規登録」画面が表示されます。 

 2. 新規で追加するメンバーの情報を設定して、［入力内容確認］をクリックします。 

Step
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➔ 新規メンバーの設定項目については、『利用者新規登録の設定項目』を参照してください。 

 3. 確認画面の内容を確認して、［登録］をクリックします。 
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 4. 確認メッセージの［閉じる］をクリックします。 

 

メンバーが登録され、メンバー一覧に新規メンバーが表示されます。 
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█ 利用者新規登録の設定項目 
 

 

「メンバー情報編集」画面の設定項目とほぼ同じですが、新規でメンバーを登録する際はパス

ワードを設定する必要があります。 
 

 
 

No. 項目 説明 

1 姓 姓を入力します。 

2 名 名を入力します。 

3 姓（カナ） 姓をカナで入力します。 
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No. 項目 説明 

4 名（カナ） 名をカナで入力します。 

5 電話番号 電話番号を入力します。 

6 言語 言語を選択します。 

7 メールアドレス メンバーのメールアドレスを入力します。 

8 パスワード メンバーのパスワードの設定方法として、以下の 2 つのいず

れかを選択します。 

• 利用者本人が設定する 

「メールアドレス」で入力したメールアドレスに、パス

ワード設定メールが送信されます。 

利用者は、自身が設定したパスワードを使用して、

OPTiM ID にログインします。 

• 特権管理者が設定する 

選択すると、［パスワード］と［パスワード（確認用）］

欄が表示されます。管理者はメンバーがログインに使用

するパスワードを入力してください。 

利用者にメールは送信されません。ここで設定したパ

スワードを利用者に通知してください。 

パスワードには、8 文字以上の半角英数字を入力して

ください。また、半角英数字と記号を混在したパス

ワードを推奨しています。 

9 役割 メンバーの役割を選択します。 

• 「一般スタッフ(グループ作成可)」または「一般ス

タッフ」に追加権限を設定する場合は、［機器管理

権限］にチェックを付けます。 

• 「特権管理者」は自動的に権限が付与されるた

め、［危機管理権限］の設定は不要です。 

10 タイムゾーン タイムゾーンを選択します。 

11 プロフィール画像 プロフィール画像を設定します。 

［ファイルを選択］をクリックすると、パソコンの画像ファ

イルを選択することができます。 

選択できる画像形式は、PNG、JPEG、GIF です。 

また、ファイルサイズは 1 メガバイトを超えないよう

にしてください。 
 

［画像を削除］をクリックすると、設定されている画像が削

除されます。 
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アカウント作成時に、送信されるパスワード初期設定メールの URL 有効期限は、7 日（168 時

間）です。 

有効期限を過ぎてしまった場合、「メンバー詳細」画面でパスワード初期設定メールを再送信で

きます。 

 

5-6-6 企業外部のメンバーを招待する 

OPTiM ID のメンバーとして外部企業に登録されているメンバーを、自企業のメンバーとして招待す

ることができます。招待されたメンバーが承認すると、ゲストのメンバーとして追加されます。 

█ メンバーを招待する 

外部企業のメンバーを追加するには、以下の手順で招待メールを送信します。 

 

 
招待するメンバーは、OPTiM ID に登録されている必要があります。 

 

 

 1. ［所属企業］>［メンバー］タブ >［新規登録・招待・CSV］>［既存の社外ユーザーを招待

する］の順にクリックします。 

 

「メンバー招待」画面が表示されます。 

Step
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 2. 「メールアドレス」に招待メールを送信したいメールアドレスを入力した後、［招待メールを

送信］をクリックします。 

 

招待メールの確認メッセージが表示されます。 

 

• ［招待メールを送信］をクリックする前に、［項目を追加］をクリックし、複数のメー

ルアドレスを入力して、一度に招待メールを送信することもできます。 

 
• メールアドレスを取り消したい場合は、［×］をクリックしてください。 

 3. ［OK］をクリックします。 
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 4. 確認メッセージの［閉じる］をクリックします。 

 

招待メールが送信され、「招待中」というマークが付いたメンバーが追加されます。 

 

 
招待メールを受け取ったメンバーが承認すると、「招待中」のマークは消えます。 

 

█ 招待された企業にメンバーとして参加する 

外部企業への招待メールが届いた場合、以下の手順で参加することができます。 

 

招待されたメンバーとは別のメンバーで OPTiM ID にログインしている場合は、あらかじめ 

ログアウトしておくようにしてください。 
 

 

 1. 招待メールに記載されているリンクをクリックします。 

 

Web ブラウザーで「招待の承認」画面が表示されます。 

 

ログイン画面が表示された場合は、招待されたメンバーとして OPTiM ID にログインし

てください。 

Step
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 2. ［承認］をクリックします。 

 

 3. 確認メッセージの［OK］をクリックします。 

 

 4. メッセージの［閉じる］をクリックします。 

 

承認が完了すると、所属企業の企業情報が表示されます。 

5-6-7 メンバーを一括登録する 

CSV ファイルを利用して、メンバーを一括登録することができます。 

一括登録は以下の 3 ステップで行います。 

ステップ 1 一括登録用の CSV テンプレートファイルをダウンロードする 

ステップ 2 登録メンバーのアカウント情報を追加する 

ステップ 3 CSV ファイルをアップロードする 
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█ 一括登録用の CSV テンプレートファイルをダウンロードする 

 

 1. ［所属企業］>［メンバー］タブ >［新規登録・招待・CSV］>［CSV 一括登録］の順にク

リックします。 

 

「利用者一括登録」画面が表示されます。 

 2. ［CSV テンプレートをダウンロード］をクリックします。 

 

一括登録用 CSV ファイルがダウンロードされます。 

 

「CSV 入力項目の説明」をクリックすると入力項目の説明画面が表示されます。 

 

Step
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█ 登録メンバーのアカウント情報を追加する 

 

 1. ダウンロードした CSV ファイルのフォーマットに従って、新規登録するメンバーのアカウン

ト情報を一括登録用 CSV ファイルに追加します。 

 

 
「time_zone」の列を空白にした場合は、自動で「Asia/Tokyo」が設定されます。 

 2. 登録内容を確認した後、CSV ファイルを保存します。 

 

█ CSV ファイルをアップロードする 

 

 1. 「利用者一括登録」画面で、［選択］をクリックします。 

 

ファイル選択画面が表示されます。 

 2. 編集した一括登録用 CSV ファイルを選択し、［開く］をクリックします。 

 

「ファイル選択」の横にファイル名が表示されます。 

Step

Step
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選択したファイルを取り消す場合は［削除］をクリックしてください。 

 

 3. ［一括登録］をクリックします。 

 

一括登録の確認メッセージが表示されます。 

 4. ［実行］をクリックします。 
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 5. 完了メッセージの［閉じる］をクリックします。 

 

一括登録が完了すると、CSV 編集で登録したメンバーが一覧に表示されます。 

 

 

5-6-8 メンバーを削除する 

メンバーの情報を表示して、メンバーを削除します。 
 

 

OPTiM ID＋で OPTiM Biz および Microsoft 365 へアカウント情報を連携している場合、OPTiM 

ID 上でメンバーの新規作成、編集、削除を行うと、OPTiM Biz および Microsoft 365 にも連携

されます。 

➔ アカウント情報連携時のメンバー編集については『6 アカウント情報を外部システムに連携す

る』を参照してください。 

 

 

 1. ［所属企業］>［メンバー］タブの順にクリックします。 

 2. メンバー一覧で、削除するメンバーをクリックします。 

Step
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 3. 「メンバー詳細」画面の［削除］をクリックします。 

 

メンバー削除の確認メッセージが表示されます。 

 4. ［削除］をクリックします。 
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 5. 確認メッセージの［閉じる］をクリックします。 

 

メンバーが削除され、メンバー一覧から削除したメンバーの表示が消えます。 

 

█ 複数のメンバーを選択して削除する 
 

 
メンバーを 1 人だけ選択して削除することもできます。 

 

 

 1. メンバー一覧で、削除したいメンバーのチェックボックスにチェックを付けた後、［削除確

認］をクリックします。 

 
 

 

項目名の行にあるチェックボックスにチェックを付けると、一度にすべて

のメンバーを選択したり、選択を取り消したりすることができます。 

 

Step
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メンバー削除の確認メッセージが表示されます。 

 2. ［削除］をクリックします。 

 

 3. 削除確認メッセージの［閉じる］をクリックします。 

 

選択したメンバーが削除され、メンバー一覧から削除したメンバーの表示が消えます。 
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5-6-9 メンバーを一括削除する 

CSV ファイルを利用して、メンバーを一括削除します。 

一括削除は以下の 3 ステップで行います。 

ステップ 1 一括削除用の CSV ファイルをダウンロードする 

ステップ 2 登録メンバーのアカウント情報を編集する 

ステップ 3 CSV ファイルをアップロードする 

█ 一括削除用の CSV ファイルをダウンロードする 

 

 1. ［所属企業］>［メンバー］タブ >［新規登録・招待・CSV］>［CSV 一括削除］の順にク

リックします。 

 

「利用者一括削除」画面が表示されます。 

 2. ［利用者一覧を CSV でエクスポート］をクリックします。 

 

利用者一覧 CSV ファイルがダウンロードされます。 

 

Step
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「CSV 入力項目の説明」をクリックすると入力項目の説明画面が表示されます。 

 
 

█ 登録メンバーのアカウント情報を編集する 

 

 1. CSV ファイルを開き、削除するメンバー行の「削除対象」の欄に「１」を入力します。 

 

 利用者一覧 CSV ファイルをエクスポートした時点で、項目の値は入力されていま

す。delete 項目以外の値は変更しないようにしてください。 

 2. CSV ファイルを保存します。 

 

█ CSV ファイルをアップロードする 

 

 

 1. 「利用者一括登録」画面で、［選択］をクリックします。 

 

ファイル選択画面が表示されます。 

 2. 編集した一括削除用 CSV ファイルを選択し、［開く］をクリックします。 

Step

Step
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選択したファイルを取り消す場合は［取消］をクリックしてください。 

 

 3. ［一括削除］をクリックします。 

 

一括削除の確認メッセージが表示されます。 

 4. ［実行］をクリックします。 
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 5. 完了メッセージの［閉じる］をクリックします。 

 

一括削除が完了すると、CSV 編集で「delete」に「1」を設定したメンバーが一覧から削除さ

れます。 
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5-7 グループを管理する 

OPTiM ID では、企業の配下にグループというグループを作成し、ユーザーを割り当てたり、グルー

プごとにデバイスや各種データを管理したりします。 

デバイスやデータは各種アプリケーションを通して管理、利用するため、Group Manager から直接操

作することはできません。 

ここでは、所属企業内のグループやグループへの参加メンバーを登録、編集、削除する方法について

説明します。 

グループ管理操作は Group Manager を使用して行います。 

5-7-1 グループ一覧を表示する 

所属企業のグループを管理するための基本画面であるグループ一覧を表示します。 

 

 

 1. ［所属企業］>［グループ］タブの順にクリックします。 

 

グループ一覧が表示されます。 

█ グループ一覧を並び替える 

グループ一覧は、グループ名称の昇順／降順で並び替えることができます。 

 

 

 1. グループ一覧で、項目名の［グループ名称］をクリックします。 

 

Step

Step
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グループの一覧が、名称の降順で表示されます。 

 2. 再度、項目名の［グループ名称］をクリックします。 

 

グループの一覧が、名称の昇順で表示されます。 

 

 

繰り返し、項目名の［グループ名称］をクリックすることで、名称の降順／昇順で表示

を切り替えることができます。 

5-7-2 グループを検索する 

登録されているグループを検索し、絞り込んで表示します。 
 

 

 1. ［所属企業］>［グループ］タブの順にクリックします。 

 2. グループ一覧の上部にある、「キーワード検索」欄にグループ名に含まれる文字を入力した

後、［検索］をクリックします。 

 

Step
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キーワードにあてはまるグループが表示されます。 

 

 

5-7-3 グループの詳細を表示する 

グループの詳細は、以下の手順で表示することができます。 
 

 

 1. ［所属企業］>［グループ］タブの順にクリックします。 

 2. グループ一覧で、詳細を表示したいグループをクリックします。 

 

グループ詳細の［概要］タブが表示されます。 

 

 

グループ詳細では、［参加者］タブでグループの参加者を管理したり、［参加者追加］タ

ブで参加者を追加したりします。 

Step
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➔ 参加者を追加する手順については、『5-7-8 グループに企業の所属メンバーを追加す

る』を参照してください。 

➔ 参加者を管理する手順については、『5-7-10 グループの参加者を管理する』を参照し

てください。 
 

グループ詳細は、複数の画面で構成されています。タブをクリックして、画面を切り替えることがで

きます。 
 

█ 概要 

 
［概要］タブには、グループを登録したときに設定した情報が表示されています。加えて、自動的に

生成されたグループの ID が表示されています。 

➔ 詳細は、『グループ新規登録の設定項目』を参照してください。 

 

 

アプリケーション権限は、権限設定が可能なオプティムのサービスを契約している場合のみ表示

されます。 
 

█ 参加者 

 
［参加者］タブでは、グループの参加者を削除したり管理種別を変更したりすることができます。 
 

➔ 参加者を管理する方法については、『5-7-10 グループの参加者を管理する』を参照してくださ

い。 
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█ 参加者追加 

 
 

［参加者追加］タブでは、グループの参加者を追加することができます。 

➔ 参加者を追加する方法については、『5-7-8 グループに企業の所属メンバーを追加する』を参照

してください。 

5-7-4 グループの概要を編集する 

グループの概要を編集します。 
 

 

グループの概要を編集できるのは、そのグループでの役割が管理ユーザーのメンバー、およびグ

ループが属する企業での役割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 

 

 

 1. グループ詳細の［概要］タブで、［編集］をクリックします。 

 

「グループ情報編集」画面が表示されます。 

 2. グループ情報を編集して、［入力内容確認］をクリックします。 

➔ 設定項目については、『グループ情報の設定項目』を参照してください。 

Step
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グループ情報の更新の確認画面が表示されます。 

 3. 内容を確認して、［更新］をクリックします。 

 

 4. 確認メッセージの［閉じる］をクリックします。 

 

グループ情報が更新され、「グループ詳細」画面に戻ります。 
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█ グループ情報の設定項目 

 
 

No. 項目 説明 

1 グループ名称 グループ名称を入力します。 

2 電話番号 電話番号を入力します。 

3 郵便番号 郵便番号を入力します。 

4 住所 住所を以下の項目ごとに設定します。 

• 都道府県 

• 市区町村 

• 町名、番地 

• 建物名 

5 タイムゾーン タイムゾーンを選択します。 

 
アプリケーション権限 
 

 

アプリケーション権限は、権限設定が可能なオプティムのサービスを契約している場合のみ表示

されます。 
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No. 項目 説明 

6 アプリケーショ

ン権限 

契約しているサービスごとに個別権限を設定できる項目です。グループ

に対して、サービスの個別の権限を付与する場合に選択してください。 

アプリケーション権限の管理者の権限が付与されたメンバーは、メン

バーまたはグループに対して、そのアプリのアプリケーション権限を設

定できるようになります。 

➔ 企業のデフォルト設定、メンバーへの設定は管理コンソールから行えま

す。また、グループへの設定は Group Manager から行えます。企業へ

のデフォルト設定の詳細は、『4-9-1 アプリケーション権限のデフォル

ト設定を行う』を参照してください。 

➔ メンバーへの設定の詳細は、『4-5-1 メンバーを新規登録する』を参照

してください。 

ログインしているメンバーの役割によって、表示されるアプリ

ケーション権限が異なります。 

• 「特権管理者」の場合、すべてのサービスにおいて最上位

の権限を持つため、契約しているすべてのサービスのアプリケー

ション権限が表示されます。 

• 「一般スタッフ(グループ作成可)」または「一般スタッフ」

の場合、アプリケーション権限の管理者の権限が付与されている

と、そのサービスのアプリケーション権限が表示されます。 

アプリケーション権限による動作は、サービスによって異なります。 

詳細については、画面の説明欄や契約されているサービスのマニュアル

をご確認ください。 

 

❻ 
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5-7-5 グループを新規で登録する 

新しいグループを登録します。 
 

 

• グループを登録できるのは、企業での役割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 

• 参加企業でも、特権管理者であればグループを新規で登録できます。 

 

 

 1. ［所属企業］>［グループ］タブ >［新規登録・CSV］>［新規登録］の順にクリックしま

す。 

 

「グループ新規登録」画面が表示されます。 

Step
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 2. 新規登録するグループの情報を設定して、［入力内容確認］をクリックします。 

➔ 新規グループの設定項目については、『グループ新規登録の設定項目』を参照してください。 

 

グループ情報の確認画面が表示されます。 

 3. 内容を確認して、［登録］をクリックします。 
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 4. 確認メッセージの［閉じる］をクリックします。 

 

グループが登録され、グループ一覧に新規グループが表示されます。 
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█ グループ新規登録の設定項目 

 
 

No. 項目 説明 

1 グループ名称 グループ名称を入力します。 

2 グループの管理者 グループの管理ユーザーを設定します。複数の管理ユーザー

を選択することも可能です。選択しない場合は、現在ログイ

ン中のユーザーが管理ユーザーとなります。 
 

参加企業でグループを新規作成する場合は管理ユー

ザーの選択が必須となります。このとき管理ユーザー

として設定できるのは、所属種別が「Member」の

ユーザーのみです。 

3 電話番号 電話番号を入力します。 

4 郵便番号 郵便番号を入力します。 

5 住所 住所を以下の項目ごとに設定します。 

• 都道府県 

• 市区町村 

• 町名、番地 

• 建物名 

6 タイムゾーン タイムゾーンを選択します。 
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アプリケーション権限 
 

 
 

No. 項目 説明 

7 アプリケーショ

ン権限 

契約しているサービスごとに個別権限を設定できる項目です。グループ

に対して、サービスの個別の権限を付与する場合に選択してください。 

アプリケーション権限の管理者の権限が付与されたメンバーは、メン

バーまたはグループに対して、そのアプリのアプリケーション権限を設

定できるようになります。 

➔ 企業のデフォルト設定、メンバーへの設定は管理コンソールから行えま

す。また、グループへの設定は Group Manager から行えます。企業へ

のデフォルト設定の詳細は、『4-9-1 アプリケーション権限のデフォル

ト設定を行う』を参照してください。 

➔ メンバーへの設定の詳細は、『4-5-1 メンバーを新規登録する』を参照

してください。 

ログインしているメンバーの役割によって、表示されるアプリ

ケーション権限が異なります。 

• 「特権管理者」の場合、すべてのサービスにおいて最上位

の権限を持つため、契約しているすべてのサービスのアプリケー

ション権限が表示されます。 

• 「一般スタッフ(グループ作成可)」または「一般スタッフ」

の場合、アプリケーション権限の管理者の権限が付与されている

と、そのサービスのアプリケーション権限が表示されます。 

アプリケーション権限による動作は、サービスによって異なります。 

詳細については、画面の説明欄や契約されているサービスのマニュアル

をご確認ください。 

 

❼ 
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5-7-6 新規のグループと参加者を一括登録する 

CSV ファイルを利用して、新規でグループを登録し、同時にそのグループへの参加者を一括登録する

ことができます。一括登録用の CSV テンプレートファイルをダウンロードして、編集することができ

ます。 

➔ グループに個別の参加者を登録する方法については、『5-7-8 グループに企業の所属メンバーを

追加する』または『5-7-9 グループに企業外部のメンバーを招待する』を参照してください。 
 

 

一括登録の操作をできるのは、企業での役割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 
 

一括登録は以下の３ステップで行います。 

ステップ 1 一括登録用の CSV テンプレートファイルをダウンロードする 

ステップ 2 登録グループの参加者の情報を追加する 

ステップ 3 CSV ファイルをアップロードする 

 

█ 一括登録用の CSV テンプレートファイルをダウンロードする 

 

 1. ［所属企業］>［グループ］>［新規登録・CSV］>［CSV 一括登録］の順にクリックしま

す。 

 

「メンバー一括登録」画面が表示されます。 

2. ［CSV テンプレートをダウンロード］をクリックします。 

 

一括登録用 CSV ファイルがダウンロードされます。 

 

Step
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「CSV 入力項目の説明」をクリックすると入力項目の説明画面が表示されます。 

 

 

█ 登録グループの参加者の情報を追加する 

 

 1. ダウンロードした CSV ファイルのフォーマットに従って、新規登録するグループと参加者の

情報を一括登録用 CSV ファイルに追加します。 

 

 

「time_zone」の列を空白にした場合は、自動で「Asia/Tokyo」が設定されます。 

 

 2. 登録内容を確認した後、CSV ファイルを保存します。 

 

█ CSV ファイルをアップロードする 

 

 1. 「グループ一括登録」画面で、［選択］をクリックします。 

 

ファイル選択画面が表示されます。 

 2. 編集した一括登録用 CSV ファイルを選択し、［開く］をクリックします。 

Step

Step
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「ファイル選択」の横にファイル名が表示されます。 

 

選択したファイルを取り消す場合は［削除］をクリックしてください。 

 

 3. ［一括登録］をクリックします。 

 

一括登録の確認メッセージが表示されます。 

 4. ［実行］をクリックします。 



 

 

5 

153 

グ
ル
ー
プ
の
管
理 

 

グループとグループへの参加者が一括登録され、完了メッセージが表示されます。 

 5. ［閉じる］をクリックします。 

 

一括登録が終了し、グループ一覧に新規グループが表示されます。 
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5-7-7 既存のグループへ利用者を一括参加させる 

CSV ファイルを利用して、既存のグループへ利用者を一括参加させることができます。CSV ファイル

にグループ一覧をエクスポートして、編集を行います。 

➔ グループに個別の参加者を追加する方法については、『5-7-8 グループに企業の所属メンバーを

追加する』または『5-7-9 グループに企業外部のメンバーを招待する』を参照してください。 
 

 

一括参加の操作ができるのは、対象のグループでの役割が管理ユーザーのメンバー、および対象

のグループが属する企業での役割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 

 

一括登録は以下の３ステップで行います。 

ステップ 1 一括参加用の CSV テンプレートファイルをダウンロードする 

ステップ 2 参加者のアカウント情報を追加する 

ステップ 3 CSV ファイルをアップロードする 

 

█ 一括参加用の CSV テンプレートファイルをダウンロードする 

 

 1. ［所属企業］>［グループ］タブ>［新規登録・CSV］>［CSV 一括参加］の順にクリックし

ます。 

 

「グループ一括参加」画面が表示されます。 

2. ［グループ一覧を CSV でエクスポート］をクリックします。 

 

一括参加用 CSV ファイルがダウンロードされます。 

Step
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「CSV 入力項目の説明」をクリックすると入力項目の説明画面が表示されます。 

 
 

█ 参加者のアカウント情報を追加する 

 

 1. ダウンロードした CSV ファイルのフォーマットに従って、参加者のアカウント情報を一括参

加用 CSV ファイルに追加します。 

 

 

 

• 同一のグループに複数の利用者を参加させる場合は、参加させたいグループの

行をコピーして行を追加してください。 

• メールアドレスのある行が処理の対象となります。 

• 必須項目が未入力の場合、CSV ファイルをアップロードしたときにエラーにな

ります。その場合、CSV ファイルを修正して、再度アップロードする必要があ

ります。 

 2. 登録内容を確認した後、CSV ファイルを保存します。 

 

█ CSV ファイルをアップロードする 

 

 1. 「グループ一括参加」画面で、［選択］をクリックします。 

 

ファイル選択画面が表示されます。 

Step

Step
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 2. 編集した一括参加用 CSV ファイルを選択して、［開く］をクリックします。 

 

「ファイル選択」の横にファイル名が表示されます。 

 

選択したファイルを取り消す場合は［削除］をクリックしてください。 

 

 3. ［一括参加］をクリックします。 

 

一括参加の確認メッセージが表示されます。 
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 4. ［実行］をクリックします。 

 

グループへの参加者が一括で追加され、完了メッセージが表示されます。 

 5. ［閉じる］をクリックします。 

 

グループ一括参加が終了し、グループ一覧が表示されます。 

5-7-8 グループに企業の所属メンバーを追加する 

自社に登録されているメンバーを、グループの参加者として新しく追加します。 

➔ 企業のメンバーの管理方法については、『5-6 メンバーを管理する』を参照してください。 

 

 

グループに参加者を追加できるのは、対象のグループでの役割が管理ユーザーのメンバー、およ

び対象のグループが属する企業での役割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 

 

 

 1. ［所属企業］>［グループ］タブの順にクリックします。 

 2. グループ一覧で、詳細を表示したいグループをクリックした後、［参加者追加］タブをクリッ

クします。 

Step
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参加者を追加する画面が表示されます。 

 3. 「企業の所属メンバーを追加する」にチェックを付け、［メンバーを選択］をクリックしま

す。 

 

企業の登録メンバーが一覧表示されます。 

 4. グループの参加者として追加したいメンバーのチェックボックスにチェックを付けて選択

し、［OK］をクリックします。 
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• 項目名の行にあるチェックボックスにチェックを付けると、一度にす

べてのメンバーを選択したり、選択を取り消したりすることができま

す。 

 
• メンバーは、役割の昇順／降順で並び替えることができます。 

➔ 並べ替えの手順については、『グループ一覧を並び替える』を参照し

てください。 
 

メンバーが追加されます。 

 5. ［追加］をクリックします。 

 

 

追加を取り消したい場合は、［×］をクリックしてください。 

 
 

メンバー追加の確認メッセージが表示されます。 
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 6. ［OK］をクリックします。 

 

 7. 確認メッセージの［閉じる］をクリックします。 

 

メンバーが［参加者］タブに追加されます。 

 

5-7-9 グループに企業外部のメンバーを招待する 

OPTiM ID のメンバーとして外部企業に登録されているメンバーを、自企業のグループへの参加者と

して招待することができます。招待されたメンバーが承認すると、グループの参加者として追加され

ます。 

外部企業のメンバーをグループに追加するには、以下の手順で招待メールを送信します。 
 

 

招待するメンバーは、OPTiM ID に登録されている必要があります。 

 
 

 

 1. ［所属企業］>［グループ］タブの順にクリックします。 

 2. グループ一覧で、詳細を表示したいグループをクリックした後、［参加者追加］タブをクリッ

クします。 

Step
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参加者を追加する画面が表示されます。 

 3. 「企業の外部ユーザーを招待する」にチェックを付けます。 

メールアドレスの入力欄が表示されます。 

 

 4. メールアドレスを入力して、［招待メールを送信］をクリックします。 

 

 

• ［招待メールを送信］をクリックする前に、［項目を追加］をクリック

して、複数のメールアドレスを入力し、一度に招待メールを送信する

こともできます。 

 
• 追加を取り消したい場合は、［×］をクリックしてください。 
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メンバー招待の確認メッセージが表示されます。 

 5. ［OK］をクリックします。 

 

 6. 確認メッセージの［閉じる］をクリックします。 

 

招待メールが送信され、「招待中」というマークが付いた参加者が、参加者一覧に追加されま

す。 
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█ 招待されたグループに参加する 

外部企業のグループへの招待メールが届いた場合、以下の手順で参加することができます。 

 

招待されたメンバーとは別のメンバーで OPTiM ID にログインしている場合は、予めログアウト

してください。 

 

 

 1. 招待メールに記載されているリンクをクリックします。 

 

Web ブラウザーで「招待の承認」画面が表示されます。 

 

ログイン画面が表示された場合は、招待されたメンバーとして OPTiM ID にログインし

てください。 

 2. ［承認］をクリックします。 

 

招待承認の確認メッセージが表示されます。 

 3. ［OK］をクリックします。 

 

Step
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 4. メッセージの［閉じる］をクリックします。 

 

承認が完了すると、「企業情報」画面が表示されます。 

 

5-7-10 グループの参加者を管理する 

グループの参加者を管理する手順について説明します。 
 

█ グループの参加者を検索する 

グループに登録されている参加者は、管理種別で絞り込んで表示します。 
 

 

 1. ［所属企業］>［グループ］タブの順にクリックします。 

 2. グループ一覧で、詳細を表示したいグループをクリックした後、［参加者］タブをクリックし

ます。 

 

参加者一覧画面が表示されます。 

 3. メンバー一覧の上部にある検索条件に内容を入力した後、［検索］をクリックします。 

 

検索条件は、以下を組み合わせて設定することができます。 

• ［名前検索］に、メンバーの名前に含まれる文字を入力する 

• ［メールアドレス検索］に、メンバーのメールアドレスに含まれる文字を入力する 

• 「役割」ドロップダウンリストから、メンバーの役割を選択する 

Step
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➔ 検索条件については、『メンバー検索条件項目』を参照してください。 

 

 

検索条件にあてはまる参加者が表示されます。 

 

メンバー検索条件項目 

 
 

No. 項目 説明 

1 名前検索 検索するメンバーの名前を入力します。 

2 メールアドレス検索 検索するメンバーのメールアドレスを入力します。 

3 役割 「管理ユーザー」、「一般ユーザー」のいずれかを選択しま

す。 

 

█ グループの参加者を削除する 

グループのメンバーを選択して削除します。 
 

 

 1. グループ詳細の［参加者］タブで、削除したい参加者のチェックボックスにチェックを付け

て選択した後、［削除確認］をクリックします。 

Step
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➔ 以降の手順については、『複数のメンバーを選択して削除する』を参照してください。 

█ グループの参加者の役割を変更する 

グループの参加者に設定されている役割を変更します。 
 

 

グループの参加者の役割を変更できるのは、対象のグループでの役割が管理ユーザーのメン

バー、および対象のグループが属する企業での役割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 

 

 

 1. グループ詳細の［参加者］タブで、役割を変更したい参加者をクリックします。 

 

「参加者情報」画面が表示されます。 

Step
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 2. ［役割を変更する］をクリックします。 

 

「役割変更」画面が表示されます。 
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 3. 「役割」を選択し、必要に応じて追加権限にチェックを付け、［変更内容確認］をクリックし

ます。 

 

役割変更の確認画面が表示されます。 

 4. ［変更］をクリックします。 
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 5. メッセージの［閉じる］をクリックします。 

 

管理種別が更新されます。 

 

 

画面下部にあるグループ名をクリックすると、グループ詳細の［参加者］タブに戻るこ

とができます。 
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5-7-11 既存のグループの参加者を一括編集する 

CSV ファイルを利用して、既存グループ参加者の情報を一括で編集できます。 

一括編集できる操作は以下のとおりです。 

• メンバー追加 

• メンバー脱退 

• 役割変更 
 

➔ グループに個別の参加者を追加する方法については、『5-7-8 グループに企業の所属メンバーを

追加する』または『5-7-9 グループに企業外部のメンバーを招待する』を参照してください。 
 

 

一括編集操作をできるのは、対象のグループでの役割が管理ユーザーのメンバー、および対象の

グループが属する企業での役割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 

 

グループ一括編集は以下の３ステップで行います。 

ステップ 1 一括編集用の CSV テンプレートファイルをダウンロードする 

ステップ 2 グループ参加者の情報を変更する 

ステップ 3 CSV ファイルをアップロードする 

 

█ 一括編集用の CSV テンプレートファイルをダウンロードする 

 

 1. ［所属企業］>［グループ］タブ>［新規登録・CSV］>［CSV 一括編集］の順にクリックし

ます。 

 

「グループ一括編集」画面が表示されます。 

2. ［グループの参加者一覧を CSV でエクスポート］をクリックします。 

Step
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一括参加用 CSV ファイルがダウンロードされます。 

 

 

「CSV 入力項目の説明」をクリックすると入力項目の説明画面が表示されます。 

 
 

█ グループ参加者の情報を変更する 

 

 1. ダウンロードした CSV ファイルを開き、フォーマットに従ってグループへのメンバー追加・

脱退・役割変更に伴う編集を行います。 

 

 

 

一括編集用 CSV について 

• グループ自体の追加、変更はできません。 

• 既存のグループにメンバーを参加（add）させる場合は、参加させたいグループの行

をコピーして行を追加してください。 

• 役割（role）の列を空白にした場合は、自動で「staff（一般ユーザー）」が設定され

ます。 
 

 • 必須項目が未入力の場合、CSV ファイルをアップロードしたときにエラーになりま

す。その場合、CSV ファイルを修正して、再度アップロードする必要があります。 

• グループ内には一人以上の super_admin（管理ユーザー）が必要です。管理ユーザー

が脱退、もしくは管理ユーザーから役割変更する場合は、当該グループに別の管理

ユーザーが参加していることを確認してください。 

Step
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 2. 情報を追加、変更した行の操作（action）の列に実行する操作の値を入力します。 

追加、変更した内容を反映させるためには、以下の操作（action）の値を入力する必要があ

ります。 

• add：メンバー追加 

• update：メンバー役割変更 

• delete：メンバー削除 

 

 

• 操作（action）のセルを未入力にした場合、変更は反映されません。 

• メンバーを削除する場合は、情報を変更する必要はありません。操作（action）に

「delete」を入力してください。 

 3. 編集内容を確認した後、CSV ファイルを保存します。 

 

█ CSV ファイルをアップロードする 

 

 1. 「グループ一括編集」画面で［選択］をクリックします。 

 

ファイル選択画面が表示されます。 

Step
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 2. 編集した一括変更用 CSV ファイルを選択した後、［開く］をクリックします。 

 

メンバー一括画面の「ファイル選択」にファイル名が表示されます。 

 

選択したファイルを取り消す場合は［削除］をクリックしてください。 

 

 3. ［一括編集］をクリックします。 

 

一括編集の確認メッセージが表示されます。 

 4. ［実行］をクリックします。 
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エラーなく一括編集が完了すると完了メッセージが表示されます。 

 

 

CSV ファイルのフォーマットや編集内容に問題がある場合は、エラーメッセージが表

示されます。エラーメッセージの内容を確認のうえ、CSV ファイルを修正してくださ

い。 

 5. 完了メッセージの［閉じる］をクリックします。 

 

一括変更が完了すると、選択したグループのメンバーの情報が変更されたことを確認できま

す。 

 

変更後のグループ D のメンバー表示例： 

 

 



 

 

5 

175 

グ
ル
ー
プ
の
管
理 

5-7-12 グループを削除する 

グループの情報を表示して、グループを削除します。 
 

 

• グループを削除できるのは、対象のグループでの役割が管理ユーザーのメンバー、および対

象のグループが属する企業での役割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 

• グループを削除すると、そのグループが管理するデータも削除されます。 
 

 

 1. ［所属企業］>［グループ］タブの順にクリックします。 

 2. 所属企業のグループ一覧で、削除したいグループをクリックします。 

 

グループ詳細の［概要］タブが表示されます。 

 3. ［削除］をクリックします。 

 

グループ削除の確認メッセージが表示されます。 

Step
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 4. ［削除］をクリックします。 

 

 5. 確認メッセージの［閉じる］をクリックします。 

 

グループが削除され、グループ一覧から削除したグループの表示が消えます。 



 

 

5 

177 

グ
ル
ー
プ
の
管
理 

█ 複数のグループを選択して削除する 

複数のグループを選択して、削除します。 
 

 
グループを 1 つだけ選択して削除することもできます。 

 

 

 1. グループ一覧で、削除したいグループのチェックボックスにチェックを付けた後、［削除確

認］をクリックします。 

 
 

 

項目名の行にあるチェックボックスにチェックを付けると、一度にすべてのグループを

選択したり、選択を取り消したりすることができます。 

 
 

グループ削除の確認メッセージが表示されます。 

Step
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 2. ［削除］をクリックします。 

 

 3. 削除確認メッセージの［閉じる］をクリックします。 

 

選択したグループが削除され、グループ一覧から削除したグループの表示が消えます。 

5-7-13 グループを一括削除する 

CSV ファイルを利用して、グループを一括削除することができます。 
 

 

グループの一括削除操作をできるのは、対象のグループでの役割が管理ユーザーのメンバー、お

よび対象のグループが属する企業での役割が特権管理者のメンバーです。 

➔ 役割については、『5-6-2 役割と所属種別について』を参照してください。 

 

一括削除は以下の 3 ステップで行います。 

ステップ 1 グループ一覧を CSV ファイルとしてダウンロードする 

ステップ 2 登録グループの情報を編集する 

ステップ 3 CSV ファイルをアップロードする 
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█ 一括削除用の CSV ファイルをダウンロードする 

 

 1. ［所属企業］>［グループ］タブ>［新規登録・招待・CSV］>［CSV 一括削除］の順にク

リックします。 

 

「グループ一括削除」画面が表示されます。 

2. ［グループ一覧を CSV でエクスポート］をクリックします。 

 

グループ一覧 CSV ファイルがダウンロードされます。 

 

█ グループ一覧 CSV ファイルを編集する 

 

 1. CSV ファイルを開き、削除するグループ行の「delete」の欄に「１」を入力します。 

 

 グループ一覧 CSV ファイルをダウンロード（エクスポート）した時点で、項目の値

は入力されています。delete 項目以外の値は変更しないようにしてください。 

 2. CSV ファイルを保存します。 

 

Step

Step
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█ CSV ファイルをアップロードする 

 

 1. 「グループ一括登録」画面で、［選択］をクリックします。 

 

ファイル選択画面が表示されます。 

 2. 編集した一括削除用 CSV ファイルを選択し、［開く］をクリックします。 

 

 

選択したファイルを取り消す場合は［削除］をクリックしてください。 

 

Step
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 3. ［一括削除］をクリックします。 

 

一括削除の確認メッセージが表示されます。 

 4. ［実行］をクリックします。 

 

 5. 完了メッセージの［閉じる］をクリックします。 

 

一括削除が完了すると、CSV 編集で「delete」に「1」を設定したグループが一覧から削除さ

れます。 
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5-7-14 グループから脱退する 

特定のグループから脱退します。 
 

 グループには、1 人以上の管理ユーザーが必要です。管理ユーザーが 1 人のみの場合、管理ユー

ザーはグループから脱退することはできません。 

 

 

 1. ［所属企業］>［グループ］タブの順にクリックします。 

 2. 所属企業のグループ一覧で、脱退したいグループをクリックします。 

 

グループ詳細の［概要］タブが表示されます。 

Step
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 3. ［脱退］をクリックします。 

 

グループ脱退の確認メッセージが表示されます。 

 4. ［脱退］をクリックします。 

 

 5. 確認メッセージの［閉じる］をクリックします。 
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グループからの脱退が完了し、グループ一覧が表示されます。 
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5-8 企業認証の設定をする 

二段階認証やログイン通知といった認証ポリシーを設定することができます。 

企業認証の設定操作は Group Manager を使用して行います。 

 

 

 1. ［所属企業］>［企業認証設定］タブの順にクリックします。 

 

企業認証の設定画面が表示されます。 

 

5-8-1 認証ポリシーの設定をする 

企業の認証ポリシーを設定します。Group Manager で設定した認証ポリシーは、企業の所属メンバー

に適用されます。 
 

 

企業の管理者がこの設定をすることで、企業内のすべてのメンバーの認証ポリシーを共通化で

きます。各メンバーが自身で「アカウントの各種設定」の「セキュリティ設定」は変更できない

ようになります。 
 

 

 1. ［所属企業］>［企業認証設定］タブの順にクリックします。 

Step

Step
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 2. 企業認証の設定画面で、［編集］をクリックします。 

 

企業認証設定の編集画面が表示されます。 

 3. 「認証ポリシー」で、「二段階認証」と「ログイン通知」を選択し、［更新］をクリックしま

す。 

➔ 設定項目については、『認証ポリシーの設定項目』を参照してください。 

 

 4. 確認メッセージの［閉じる］をクリックします。 

 

企業の認証設定が更新され、企業の認証設定画面に戻ります。 
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█ 認証ポリシーの設定項目 

 
 

No. 項目 説明 

1 二段階認証 

 

企業認証ポリシーの二段階認証を有効／無効にするかどうか

を選択します。 

• 常時有効 

ログインするときに、必ず二段階認証が有効となりま

す。 

• ハイリスク時のみ 

ログインするときに、ハイリスクと判定された場合にの

み二段階認証が有効となります。 

• 無効 

ログインするときの二段階認証を無効に設定します。 

• 未設定 

二段階認証の企業認証ポリシーを未設定にします。 

ログイン通知を設定した場合は、「二段階認証」の

常時有効／ハイリスク時のみ／無効のいずれかを

必ず選択してください。 

2 ログイン通知 企業認証ポリシーのログイン通知を有効／無効にするかどう

かを選択します。 

• 有効 

ログインしたメンバーへのメール通知を有効にします。 

通常とは異なる環境からログインしたときにのみ

メールが通知されます。 

• 無効 

ログインしたメンバーへのメール通知を無効にします。 

• 未設定 

ログイン通知の企業認証ポリシーを未設定にします。 

二段階認証のポリシーを設定した場合は、「ログイ

ン通知」の有効／無効を必ず選択してください。 
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6 アカウント情報を外部システムに連携する 

OPTiM ID で管理しているメンバーアカウントを OPTiM Biz や Microsoft365 のアカウントと連携させ

ることができます。 
 

 外部システムとの連携ができるのは OPTiM ID+（有償プラン）のメンバーのみです。 

OPTiM ID（フリープラン）として利用する場合は、外部システムとの連携はできません。 

6-1 OPTiM Biz にアカウント情報を連携する 

OPTiM ID で管理しているアカウントを追加・削除・編集を行うと OPTiM Biz にアカウント情報が同

期され、即時反映されます。 

OPTiM Biz 側からユーザーの追加・削除・編集を行なった場合、OPTiM Biz の情報は一時的に変更さ

れますが、OPTiM ID の情報を正として深夜に同期されます。 
 

 
OPTiM ID と同期していない OPTiM Biz ユーザーは連携の対象外です。 

 

6-1-1 相互連携項目 

OPTiM ID でメンバーの追加・削除・編集を行うと、互いに連携する各項目は以下のとおりです。 

OPTiM ID 項目 OPTiM Biz 項目 

メンバー ユーザー 

姓 姓 

名 名 

姓（フリガナ） 姓（フリガナ） 

名（フリガナ） 名（フリガナ） 

メールアドレス メールアドレス 

役割 

• 特権管理者 

• 一般スタッフ(グループ作成可)、一般ス

タッフ 

ユーザー種別 

• 管理者 

• 一般 

6-1-2 連携についての注意事項 

OPTiM Biz との連携についての注意事項は以下のとおりです。 

 

※ メールアドレスを OPTiM Biz 側で編集すると、デバイス制御が動作しなくなるため OPTiM Biz 側か

ら変更しないでください。 

※ OPTiM ID から取り込んだメンバーを OPTiM Biz で削除してしまうとデバイス認証が動作しなくな

ります。 

※ OPTiM ID 側で Android Enterprise 連携済みメンバーを削除しても、OPTiM Biz 側では削除できませ

ん。Android Enterprise と連携した OPTiM Biz 側のユーザー情報を削除したい場合は、そのユーザー

に紐づく Android 端末を初期化した上で OPTiM Biz 上の機器情報を削除してから行ってください。 

※ OPTiM Biz のユーザーライセンス数が不足している場合、OPTiM ID の新規メンバー登録時に OPTiM 

Biz へのユーザー作成に失敗します。正常に作成されないときは、ライセンス数が不足してないか

確認してください。 

※ OPTiM ID から OPTiM Biz へのメンバー作成変更時、メールアドレスが重複している場合はユー

ザー作成に失敗します。OPTiM Biz 側に同じメールアドレスのユーザーが存在する場合は、元々存
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在するユーザーのメールアドレスを適当なアドレスに変えるなどして対処してください。 

※ 他連携サービス（Apple School Manager, Apple Business Manager, Microsoft Entra ID など）から既

に OPTiM Biz に作成されたユーザーと、OPTiM ID から作成しようとしたメンバーのメールアドレ

スが重複すると、メンバー作成に失敗します。OPTiM Biz 側に同じメールアドレスのユーザーが存

在する場合は、元々存在するユーザーのメールアドレスを他連携サービス側で適当なアドレスに変

えるなどして対処してください。 

※ OPTiM Biz で許可されていない文字で OPTiM ID にメンバーを作成・編集した場合、OPTiM Biz に

反映されません。OPTiM Biz のユーザー作成ルールに則してメンバーを作成してください。 

※ OPTiM Biz へのユーザープロビジョニングに失敗した場合、失敗時のログが出力され、管理コン

ソールのログ画面で確認できます。原因および対処法については『OPTiM Biz ログ一覧』の『エ

ラーログ一覧』を参照し、ログを確認してください。 

・ログ一覧 

 https://biz3.optim.co.jp/help/manual 

 

6-2 Microsoft 365 にアカウント情報を連携する 

管理者が予め、Microsoft 365 と OPTiM ID の連携設定をすることで、OPTiM ID で管理しているメン

バーアカウントの追加・削除・編集を行うと Microsoft 365 にアカウント情報が連動し即時反映（同

期）されます。 

6-2-1 アカウント連携についての注意事項 

Microsoft365 との連携についての注意事項は以下のとおりです。 

※ Microsoft 365 側の一時的なエラーによって OPTiM ID で管理しているアカウントの同期に失敗し

た場合でも、定期同期機能により自動的に再同期が行われます。なお、定期同期は 1 時間おき（毎

時 00 分）に実行されます。 

※ 定期同期機能では追加・編集は同期されますが、削除は同期されません。 

※ Microsoft 365 側からユーザーの追加・編集・削除を行なった場合は、OPTiM ID 側へ連携されませ

ん。 
 

6-2-2 相互連携項目と反映のタイミング 

連携するメンバー／ユーザー情報、変更を加えた場合の反映のタイミングは、以下のとおりです。 

連携項目 OPTiM ID による変更 Microsoft 365 による変更  

メンバー／ユーザー追加 即時 深夜同期なし 

メンバー／ユーザー削除 即時 深夜同期なし 

名前変更 即時 深夜同期なし 

メールアドレス変更 即時 深夜同期なし 

役割変更 即時 深夜同期なし 

 

 



 

 

 


